System name: FRB—General File of the Community Advisory Council

System location:
Board of Governors of the Federal Reserve System
20th Street and Constitution Avenue, NW
Washington, DC 20551

Categories of individuals covered by the system: This system maintains information on individuals considered for membership on the CAC and individuals elected to serve on the CAC.

Categories of records in the system: Records in the system include identifying information about candidates and members of the CAC relating to the selection and appointment to the CAC and records relating to service on the CAC. Individual information in the system includes, but is not limited to, name, work address, telephone number, email address, organization, and title. The system stores additional information including, but not limited to, the candidate’s or CAC member’s education, work experience, qualifications, and service on the CAC (such as travel and contact information).

Authority for maintenance of the system: 12 U.S.C 225a and 244.

Purpose(s): The system of records aids the Board in its operation and management of the CAC, including the selection, appointment, and service of members of the CAC.

Routine uses of records maintained in the system, including categories of users and the purposes of such uses: General routine uses A, B, C, D, E, F, G, I, and J apply to this system. Records are routinely used in the Board’s operation and management of the CAC, including in the selection, appointment, and service of members of the CAC.

Policies and practices for storing, retrieving, accessing, retaining, and disposing of records in the system:

Storage: Records in this system are stored securely in paper and stored on a secure server as electronic records.

Retrievability: Records may be retrieved by any one or a combination of choices by authorized users to include name, zip code, and state.
Access Controls: Access to records is limited to those whose official duties require it. Paper records are secured by lock and key and access to electronic records is password controlled. The electronic storage system has the ability to track individual actions within the application. The audit and accountability controls are based on Board standards which, in turn, are based on applicable laws and regulations. The controls assist in detecting security violations and performance or other issues within the electronic storage system.

Access is restricted to authorized employees who require access for official business purposes. Board users are classified into different roles and common access and usage rights are established for each role. User roles are used to delineate between the different types of access requirements such that users are restricted to data that is required in the performance of their duties. Periodic audits and reviews are conducted to determine whether and whether there have been any unauthorized changes in any information maintained.

Retention and disposal. The retention for these records is currently under review. Until review is completed, these records will not be destroyed.

System manager and address:
Director, Division of Consumer and Community Affairs
Board of Governors of the Federal Reserve System
20th Street and Constitution Ave. NW.
Washington, DC 20551.

Notification procedure: An individual desiring to learn of the existence of, or to gain access to, his or her record in this system of records shall submit a request in writing to the Secretary of the Board, Board of Governors of the Federal Reserve System, 20th Street and Constitution Avenue NW., Washington, DC 20551. The request should contain: (1) A statement that the request is made pursuant to the Privacy Act of 1974, (2) the name of the system of records (i.e., BGFRS–39, General File of the Community Advisory Council), (3) information necessary to verify the identity of the requester (e.g., two forms of identification, including one photo identification or a notarized statement attesting to the requester’s identity), and (4) any other information that may assist in the identification of the record for which access is being requested.

Record access procedures: See “Notification Procedure” above.

Contesting record procedures: Same as “Notification procedures,” above except that the envelope should be clearly marked “Privacy Act Amendment Request.” The request for amendment of a record should: (1) Identify the system of records containing the record for which amendment is requested, (2) specify the portion of that record requested to be amended, and (3) describe the nature of and reasons for each requested amendment.

Record source categories: Information is provided by the individual to whom the record pertains.

Exemptions claimed for the system: None.