Meeting Between Federal Reserve Staff
and Merchants Payment Coalition
November 2, 2010

Participants: Representatives of the Merchants Payment Coalition (MPC), Walmart, Sears
Financial Services, Publix Super Markets, The Kroger Co., Best Buy, 7-11,
Charming Shops, and Supervalu.

Louise Roseman, David Mills, Robin Prager, Mark Manuszak, Edith Collis,
Chris Clubb, Dena Milligan, Joshua Hart, Stephanie Martin, David Stein, and

Ky Tran-Trong (Federal Reserve Board); Julia Cheney (Federal Reserve Bank of
Philadelphia)

Summary: Federal Reserve staff met with representatives of the MPC, merchants and other
individuals representing merchants (collectively referred to as “merchants”) to discuss the
interchange fee provisions of the Dodd-Frank Wall Street Reform and Consumer Protection Act
(the “Dodd-Frank Act”). MPC is a trade organization that represents about 2.7 million retail
stores. Using prepared materials, representatives of the merchants outlined economic principles
of regulation and expressed views as to their preferred approaches for implementing the
interchange fee provisions of the Dodd-Frank Act. Specifically, representatives of the merchants
expressed their preference for a presumptive at-par interchange fee, limiting the fraud adjustment
to issuer-specific actions that demonstrably prevent fraud, imposing limits on fees charged to
merchants, and requiring at least two networks per authorization method on a debit card. A copy
of the prepared materials is attached.'

! A revised version of the materials distributed at the meeting has been attached to this summary at the request of
MPC.
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Introductions

e Meeting Participants

e Merchants Payments Coalition

—More than 20 national and 80 state
trade associations

— Associations collectively represent about
2.7 million stores with about 50 million
employees



Overview

e Debit interchange

e Fraud adjustment

e Network fees

e Circumvention issues

e Network non-exclusivity, network
routing



Economic Principles of Regulation

e Efficient cost-allocation
e Minimize market intrusion
e Minimize administrative costs

e Maximize consumer welfare



Conclusions of Economic Analysis

Strong presumption that debit interchange
should be at-par (API)

No fraud adjustment except for paradigm
shifting technology

Network fees charged to merchants limited to
prevent circumvention

Two unaffiliated networks for each type of debit
transaction (signature and PIN) the bank offers

Full merchant control over routing



Debit Interchange Rulemaking



Debit Interchange Rulemaking

e Presumptive At-Par Interchange Standard (API)
— Advances consumer welfare

— Has generated high per capita usage of debit in
countries around the world

— Banks have incentives to issue debit without
interchange

e Potential for positive interchange up to a cap

— Cap limited to incremental costs to issuer of
authorizing, clearing and settling (ACS) debit
transactions



Debit Interchange Rulemaking

e Incremental ACS Costs

— Readily identifiable and very low

— Do not vary materially by merchant or
merchant category



Debit Interchange Rulemaking

e Non-ACS issuer costs

— Prohibited by the statute

— Significant administrative & regulatory
burdens

— Will vary widely by issuer (i.e. fraud)
— Reflect inefficiency of signature debit



Debit Interchange Rulemaking

e "Reasonable and proportional to the
cost incurred by the issuer”

e “incremental cost” ... “for the role of the
issuer in the authorization, clearance or
settlement of a particular electronic
debit transaction”
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Fraud Adjustment Rulemaking



Fraud Adjustment Rulemaking

o API will reduce fraud by encouraging PIN
debit

e Adjustment principles

— Should not reward inefficiency (i.e., by permitting the
recovery of costs associated with preventing
signature debit fraud)

— Should be implemented on a per issuer basis
— Should be limited to spurring new technology
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Fraud Adjustment Rulemaking

e Merchants bear a substantial portion of
debit fraud losses

e Issuers are best positioned to police fraud

e Merchants bear large fraud prevention
costs - PCI

e Signature debit is more fraud prone than
PIN debit

e Better alternatives exist

13



Fraud Adjustment Rulemaking

e Adjustment must be “reasonably
necessary to make allowance for costs
incurred by issuer in preventing fraud”

e Prevention must reduce fraud and be cost-
effective

e Must take into account “any fraud-related
reimbursements (including amounts from
charge-backs) received from consumers,
merchants or payment card networks”
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Network Fees Rulemaking



Network Fees Rulemaking

o Network market power and incentive to exploit
power to compete for issuers will remain post
regulation

e Numerous ways for networks to use network
fees as a substitute for interchange

e Board should limit network fees charged to
merchants

16



Network Fees Rulemaking

e New categories of fees have been added
In recent years

¢ Visa and MasterCard have moved in
lockstep raising them

e Network fees fund deals with issuing
banks
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Network Fees Rulemaking

e Two separate and independent
prohibitions

e Cannot be “used to directly or indirectly
compensate an issuer with respect to an
electronic debit transaction”

e Cannot be used “to circumvent or evade
the restrictions of this subsection”

18



Circumvention Issues

19



Circumvention Issues

e "Sham” debit cards
e Post-regulation “unbundling”
e Credit card interchange

e Deterrence
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Circumvention Issues

e "The Board may prescribe regulations . . .
regarding any interchange transaction fee
that an issuer may receive or change with
respect to an electronic debit transaction,
to implement this subsection (including
related definitions), and o prevent
circumvention or evasion of this
subsection.

21



Network Non-Exclusivity/
Network Routing Regulation



Network Non-Exclusivity/
Network Routing Regulation

e Reqgulation should require:
— At least 2 networks on single-function cards

— At least 2 networks for each type of
transaction on dual-function cards

— Merchants control routing

— No impediments on routing choice by
networks or issuers
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Network Non-Exclusivity/
Network Routing Regulation

o Benefits of non-exclusivity
— Creates network competition for merchants
— Market may reduce need for regulation over
time
— Maintains competition for issuers
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Network Non-Exclusivity/
Network Routing Regulation

o Rationales for non-exclusivity rules

— Many cards bear only signature or PIN debit
functionality

— Many merchants accept only signature debit and
some accept only PIN debit

— Hundreds of millions of debit cards bear only Visa
debit networks

o Competition for issuers will continue

— Signature debit alternatives to Visa and Mastercard
exist
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Network Non-Exclusivity/
Network Routing Regulation

o Networks, issuers, acquirers and
processors can frustrate merchant routing
IN numMerous ways

— Rules

— Pricing

— Programs
— Other

e Need for provisions to ensure compliance
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Network Non-Exclusivity/
Network Routing Regulation

e [ssuers or networks shall not:

— "Restrict the number of payment card networks on
which an electronic debit transaction may be
processed” to

— "2 or more” networks “which are owned, controlled,
or otherwise operated by” ... “affiliated persons”
e Issuers or networks shall not:

— in any way "inhibit the ability of any person who
accepts debit cards for payments” to

— “direct the routing of electronic debit transactions for
processing over any payment card network that may
process such transactions”
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INTRODUCTION

I am Kenneth J. Morrison, President of FutureSolve Inc. My Curriculum Vitae is
included as Appendix A. In this report I address the continuing significant success of PIN
debit in €ameda, reasons for this success, the announcements by Visa and Master€and to
introduce their respective PIN debit payment products in Camedia, and the outcomes of the
announcements including implementation of a Code of Comdiuct for the Chediit and Debit
€and Industry in €anada.

PIN debit cards for use in €Camada are issued by financial institutions that are
members of the Interac Association. The cards are typically referred to as ‘bank cards’ and
‘client cards’, and include the Interac brand mark. The number of PIN debit transactions per
capita in Canada was 110.8 in 2008, among the highest in the world.

The Interac PIN debit service has operated since its inception with zero interchange
(at-par), and Interac has no plans to move away from its ‘at-par’ model.

Interac PIN debit is a tremendous success because financial institutions, merchants
and consumers, from the very early stages of debit payment systems in the 1980s, recognized
its substantial benefits while at the same time understanding the limitations, risks and
weaknesses of alternative debit products such as promoted by Visa and MasterCard. The
business case to install PIN pads to accept PIN debit cards is attractive to merchants due to
the Interac at-par pricing model that results in lower payment transaction costs. PIN debit
also delivers payment convenience to merchants’ customers, reduces the risks inherent in
accepting checks, and reduces the risks and costs of handling cash in stores. The business
case for financial institutions to implement and promote Interac PIN debit included
leveraging the success of consumers using PIN debit cards at automated teller machines
(ATMs), reducing risks in the payments system, reducing the volume of checks, and

improving service to consumers and merchants.

Statistics on payment and settlement systems in selected countries, Figures for 2008, Bank for International [rote:]

Settlements, p. 248. http://remtigsovatpphbidfass8®Rtiendofnote. ]

 Interac tsstified before the Eanadian Eavernment Hause of Commons Finance Commitiee that it has re Blans
18 MBVE away From zers interchange for Interac debit transactions, ses: testimony of Mr. Mark ©-€onnell;

[note:] 2

Bresident and €EO of Interac, House of Eommens €anada. Standing commitiss on Financs. Evidenes. Juns 16,
3668; p.8; MBMQ_B .86 calcgnignithoc/commilice/402/EIN A/Evidence B YK A ,!,;A-_,.u,.-'g.!-_l endofnote.]




During 2009, Visa and MasterCard attempted to implement their respective PIN debit
cards for transactions at the point-of-sale (“POS") in Canada. Their plans included placing
their respective PIN debit brand marks on the same debit cards as the very successful Interac
brand and taking actions with card issuers and acquirers to ensure their debit products were
given preference over Interac, to both consumers and merchants. The Government of
Canada responded by implementing a Code of Conduct for the Credit and Debit Card
Industry in Canada that prevented Visa and MasterCard from exploiting their market power
and Honor-All-Cards (“HAC™) rules to impose their debit products on merchants to gain a
foothold, and eventually perhaps a leading position in debit in Canada. Visa's and
MasterCard's PIN debit products must now be offered in Canada on their own merits,
separate from Interac debit products.

Even though virtually all Canadian banks are members of Visa and/or MasterCard,

they declined to issue Visa and MasterCard signature debit cards and to-date have not issued

note:] 3
* Visa and MasterSard planned to add their respective BIN debit raducts {8 a debit eard 9F@§smiy used for ol
Interae debit in order to take advantage of Interae’s sieeess. See: Transpareney,; Balanee and Choige: Camda’s
Eredit and Bebit card Systems; Repsrt of The Standing Cemmitiee on amemg Frade and Commeree; June
2008; pp.36-32; htip:/fparl.ge.ca/40/3/paribus/commbus/ssaais/com-sbaksraRarsubinglenil. Visa
intended to give preferenee to Fouting debit transactions to Visa, see: Visa Bebif; Introdueing the next
%@H@Fﬁﬂ@ﬁ of debit, hitn://www.visa.ea. Alse ses: testimeny of Mr. Tim Wilsen before the House of Commens;
anada §E§H§lﬁ? Commitise on Einanse, Evidenss, Mayl4, 3069, p
hits:/fwww3.garl. ge. ca/comtent/bos/E ommites/A03/E A@@&R@@Yﬁ%@%@ﬁww 1B
Eanada Trust testified before the Finanee Committes that it was subject to eonsiderable fines if it did net
sUBBeH Visa Bebit; see: testimeny of Mr. Jeff van Buynheven: Bresident and €EQ of TB €anada Trust
Merchant Serviess. House of Commens €anada; Standing commities e Elﬁéﬁ@@ Evidenes. May 26. 2009; B.5
hitB:/www3 - parl. g ca/comtent/hos/E ommittes/ 03 EINAVE sS EYZ9RY @1% Visa and
Master€ard did net indicate that bsth of their brands weuld ever appear on {h@ §am@ earé gven theugh eard
issuing duality (Visa and Master€ard) exists in €anada.endofote.]

" Ses: Cofe of EaRduc v the Eredi and Petit eard {Hastryy i1 €4rade. REB-//RRNW BR g ca/nlo/data/io-
9&8 1-8Rg.a%[endofnote ]

The Government of Canada, Senate Standing Committee, Banking, Trade and Commerce concluded after
industry hearings in 2009 pertaining to debit and credit card systems in Canada that Visa and MasterCard, if
competing with Interac debit in Canada, “-—will margihalizee Intevae, and either drive it out of Musiness
regardibsss of its governancee structuwe or lead to a mergey or acquisitiem that would have the effect of timiting
competition: in the debit card marketr to Visa and MastenCavdd ” See: Transparency,, Balance and Choice:
Canadass Credit and Debitt Card Systems;, Reportt of The Standlingg Commiites on Bankiing;, Trade and
Commevag, June 2009, p.31, hitpp//fat]egeosd 4022 fatthisstonmintiusisarsts/oom-e/tank-e/rep-e/frep04Jun09-
e.pdffendofnote.]

[note:

[note:]



Visa or MasterCard PIN debit cards for debit card payments at the POS in Canada. Bank of
Montreal includes the Maestro (MasterCard's international PIN debit service) brand mark on
some of its debit cards to facilitate use of the cards for debit transactions in locations where
Maestro is accepted outside Canada. On October 18, 2010 Canadian Imperial Bank of
Commerce (“CIBC") announced it would start issuing debit cards with the Visa debit brand
mark included on the card along with the Interac brand and that cardholders will be able to
use Visa for debit transactions at the POS outside Canada and for online transactions.

7. Visa and MasterCard HAC rules in Canada have not been used to force merchants to

accept Visa's and MasterCard's debit cards.

11. SUMMARY OF CONCLUSIONS

8. The business case for financial institutions in Canada to issue and promote the use of
debit cards has never been dependent on revenue from interchange fees. The Interac
Association and its financial institution members set the interchange fee for Interac PIN debit
at zero when the service was first introduced and it remains zero today.

9. If financial institutions in Canada had at any time seen a need for interchange in their
debit card operations, they could have implemented interchange fees for Interac or issued

Visa and MasterCard debit products, facilitated by the following:

STD merchant Services testified on May 16, 2009 that Visa debit is not in Canada. See: testimony of Mr. Jeff !
van Duynhoven, President and CEO of TD Canada Trust Merchant Setvices, House of Commons Canada,
Standing Committee on Finance, Evidence, May 26, 2009, p.10,
http://www2.parl.gc.cacontent/hoc/Commmittee/402/F TN/ B/ X326 F RN A0 EEFR B
MasterCard Canada testified before the Standing Senate Committee on Banking, Trade and Commerce, on
April 22, 2009, that “MasterCard debit does not exist in Canada.” See: Proceedings of the Standing Senate
Committee on Banking, Trade and Commerce, Issue 5 - Evidence, April 22, 2009,
http://www.parl.gc.ca/40/2/pardbus/commibus/senatia/Clomre el (Fmaa-
e.htm?Language=E&Parl=40&Ses=2&comm id=3[endofnote.]

/ ) , .y . . [note:] 7
366 BAAEHS With BUE 1S Sitipre and converiat: TR IR cUm e/ RRrenal anking/everyday/how-te-
ank-bime/deBit-payment {endofnote.] [note] 8
8¢8: CIBE; Persoy! Bambing- RN ibe ca/ea/eatiey/eibe-advantage-

gﬁf@ mIWE.me id= IH@R@$ABV ARD-E10 endofnote.] [note] 9

M. Tim Wilsen. Head of Visa €anada; testified before the House of Commens Finance Commuites that Visa
changed its Fules se that retailers can seleet ie Ret aceept Visa debit witheut ImBasting accepiance of other Visa
produets: See: Testimeny of M. Tim Wilsen, Head of Visa €anada; Heuse of Commens canada; Standing
Cemmitiee on Finanse. Evidense: May 14. 2008, p.18.

Bétﬁ IIWWW3.paFl. g6 ca/comtent/hos/E ommittes/ A3 EIN AYEidanea By A RN £ M endofnote. ]
See: testimony of Mr. Mark O’Connell, President and CEO of Interac, House of Commons Canada, Standing

Committee on Finance, Evidence, June 16, 2009, pp.8, 15.

http://www2.parl.gc.ca/content/hoc/Commmittee/402/FINA/ Bk AXARERY Y7 Fi RNAWBAZY 7EEPRIMfendofnote. ]

[note:]



10.

11.

o The governance of Interac is dominated by its financial institution members, and thus

they had the power to implement an interchange fee for Interac PIN debit transactions.

. Financial institutions in Canada that issue Interac debit cards can issue both Visa and
MasterCard cards.
o Acquirers of Interac debit are also acquirers of Visa and MasterCard.

Issuers and acquirers in Canada were aware of Visa and MasterCard debit options and
related interchange revenue potential.

Although the Government of Canada issued the Code of Conduct for the Credit and
Debit Card Industry in Canada that disallows competing debit brands from co-residing on the
same debit card for PIN debit payments in Canada, financial institutions have flexibility to
issue separate (separate from Interac) Visa debit cards if they wish to generate interchange
revefile. No financial institution has elected to do so.

Visa Canada testified before the House of Commons Standing Committee on Finance
that Visa had being trying to enter the debit market in Canada for almost a decade but did not
have the right interchange pricing to make Visa debit attractive to merchants or card
issuers. Visa Canada had testified earlier that “Ouwr interciiengee rates far Visa debir were

i During hearings before the Government of Canada, House of Commons, Standing Committee on Fitice,
Mr. Mark OCommelll, President and Chief Executive Officer, Interac Association testified that *“Under the
consent order (Consent Order approved by Competition Tribunal in 1997), a majority vote of the board could
change that rate (the Interac zero interchange rate).” See: Evidence, Tuesday June 16, 2009,

http /Iwww2.parl.gc. cMconten%od%mMWWmmmmmmwendofnote ]

HN%FHBS %88§ PHS E%H%Q ESPHB Iﬂgﬁ‘ HFS%H gunced that E%HF 138 Visa and Masten 3 %%%Fé
88}}} }§§ Visa and M f@!?ﬂ 8§F§ (A that acquirsrs conld ac H}FS HQHEQSHBE% 8F
ViE §§I8Fé/ fH el SHBSHH HE%F)S%H § Leller 18 Einanciat InsHutons

Hﬁl SHSS nee ’%ﬁ}f@ it card NERWarks 1f Eanada; iR CompetitionBtrat, ge.¢ /%1‘6/§ﬂ8

/ [endofnote.]
§H§8 888 Esnduct F8 the Eredit and Bebit Eard Industry in Eanada: ~Eompstin ‘&8¥H8§ﬁ8
QH8H§ o ’F%’H HS{w8F §§H§H H8{ § BHered R the §§FH{8WGSBH EQFg% 366 Rt

/WW HRGE: 8 ﬂ X
v}§§ gHneed 1is Bm 98 H é EBE §HB]88{ HQH § fegs:
FEEB: /WY visa: o 8 &’ﬁ‘é‘r’y& ﬂ’? A% E‘?{‘i%{b?i STRAS Mastereard
BBHHES I8 88}H{é¥§§f8 Bm %FB HEE }H anada witt rgt 8%%)]88{ {8 Thtsfe ange fgggiendof

¥§ rhant Sepvi §E8§¥ Ee% % 9y §8§ it ns% iR Capaga- %s : {sslimen i 11”518%?
i il g
mm e §1cE:

t MEFERART SERVICES; HBUSE B EBMMGHS
//WWW ‘Bar. & cAcomERt 88/558%‘{{@8 8%/F &/@Y ’@eﬂ%ﬁ@%ﬁ%@ RS P e dofnote ]

ee testimony of Visa Canada before House of Commons Standing Committee on Finance, evidenf&®May
14, 2009, p. 27, hittipp/Mmw2ppat legccadéommeernfoad (Cammittées M2 NV EvitEnse V3071 36/FINAE V28-
E.PDF[endofnote.]
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redlwad! last yean to reflectr mariet fieadback.” Visa's testimony implies Visa card issuers
were not interested in Visa's PIN debit offer for Canada, even at its previously higher
interchange rates.

12 During the hearings on debit and credit card matters before the Government of
Canada Senate and House of Commons committees in 2009, and in submissions to the
government appointed Payments Task Force, no single financial institution or payment

network presented or justified a case for interchange in debit card payment services.

111. THE STRUCTURE AND EVOLUTION OF NS HTINGQMANWIDA

111.A. STRUCTURE AND FRAMEWORK FOR INTERAC DEBIT

13, In 1986, the financial institutions that ewned Interac announced plans to provide a
nationwide shared POS PIN debit service. The objective was to aehieve interoperability
between the financial institutions’ proprietary debit systems and cards and thus enable a
merchant (local or national) to aceept cards issued by any Interac member. The PIN debit
service was introduced nationwide in 1994.

14, Interac PIN debit is Canada is promoted by card issuers and the Interac Association.
The financial institutions issuing cards promote the service to their customers as a
convenient, secure and efficient way to access funds in their deposit accounts to make
payments at the POS. The Interac Association runs media advertisements on a periodic basis,
funded by the Interac transaction switch fee that is paid by card issuers and acquirers.

Individual merchants also promote PIN debit with signage in their stores.

(o8 g egedessimimonpfoV igise GrntibdfererEl bimese fof @nmotmnSStatidin @uminitteeFifimue cvdimedyMay
14, 2009, p. 18, hittipp/Mew22paat legecaddomeen oo (Oammittoed Q2 N X i VX071 3G/FINAE V28-
E PDF[endofnote ]

(&P ~Bayment REmyrk- HSIHQ Sreanizations sueh as | H%SF%S §§ MasterEard: Aerean Ex sgé
aismsr gugn Sﬁ%f Q%V}Q}H e %aé ﬂ ar §8}V}§8 8V8mm8m 8%@ B

ESFSS%H%H i g smss %ﬁ Ll ﬁﬂﬁﬁ e

e:] 17

8H§ ¥§¥8 §FS CaH B § Sﬂ%
//BQyFH HEy ISFHFSV?SW 8 §8 VIGERCE oM §8V8FH—H?SHI gariRgs at
//WWW B&F & 88??{8 8 FE’E‘rWi’t‘ttee RS endofnote ]

Atbeut? Intevar: Assemiatiooy, http://www. /lntemc org{endofnote.]
mogée Memierr Fees, http://interac.ca/members/fees.php{endofnote.]

[note:] 18



15.

16.

17.

Interac debit transactions are cleared and settled through the systems operated by the
Canadian Payments Association (“CPA”). The transactions are final and irrevocable, and
thus very low risk.

Interac operates in accordance with a Consent Order approved by the Canadian

Competition Tribunal in 1996. The Consent Order:

o Expanded the list of financial institutions and other organizations eligible to join
Interac;

o Confirmed Interac’s continuing right to set an interchange fee for debit caad
transactions;

Required Interac to price its payment services on a cost recovery basis; and
o Allowed merchants to apply a surcharge for debit card transactions.

In 2007, Interac began discussions with the Competition Bureau to change the
Consent Order including allowing Interac to become a for-profit entity and to change its
governance model to enable Interac to compete more aggressively with Visa's and
MasterCard’s plans to implement their PIN debit products in Canada. = On February 12,
2010, the Competition Bureau announced that Interac would be permitted to change its
governance model including having independent directors, but that it must remain a not-for-

profit organization.

a8 Bayments Assiaen. Bl E1. Exhanes of Shred Elciapi Bolpof-5 B Hemms
g@fg&%&&% Saring ang F HB TR sansays ig/g Bé? Iésfrf is fendofnote]
éee OmF;mw" ribimng g// WW com e‘%?on LB GRIER
¢ TSIV oA ¢ sgﬁgsnm G SN e
%%gsrgs hae the Fight 19 set Iisrshangs raiss for Thisras Bl MsBlf SIAcs the assaeiation vwas farmed in the
[endofnote.
{ﬂ{srgs i that it fassd shalls et sggssm BH of ﬂ§ membsrs (largs Al & i qf finangial
1§HH{}3H§ ﬁlm%ﬁ‘c‘SHéSHé% 8 bt gaﬂ that

""" 18VES
fed 1S 4BHiY 10 EoMmpets R 3?8 gﬁ%ﬁ%ﬁé ﬂﬂ is4 QHME &%%F shce: Tssday

WWW Qﬂ 8 CRCORIERIROE H‘rﬁﬁ‘éﬁ?@/ﬁ‘&%@ iy ‘&’e‘i&%"@g TR Vis and
Q%N 8 H8 e §ggF8V3{ SHBEFS 18 lﬂﬂ8§£§yﬂ8w W BroAHets lﬁ% QHQ afe Aot sH S\é 18
§ Bﬁ‘y/}ﬂSH@ §}§H BSS&H@S GIF PAyMER! LFARSACHSNS 4re Brocessed v 8}F8 R FegBettive

‘[endofnote.

:FHS SFHESH I8 éHFS%H §$§[89 1 B&Fﬂ §F the EHFS%H 988§ H8{ 4 FSS that the F FHS ﬁl of the restriction

Q}HEE SF-RrgHt Qgﬂﬂ% htg 8W8H EF% {8 H{SFS § Fea
};§ BRer B E }ngg HH8H 88 §}8 lﬂ %5 f«? HE% %§ sqest 18

i
VW 8H§8H{ FQSF 1B/ EOMBEHHERBUREAY. G¢ A& §H8 &b: endofnote.]

[note:] 20

[note:] 21

[note:] 22

[note:] 23

[note:] 24



18.

Interac debit cards are issued by forty-three financial institutions (members of
Interac). Issuers compete in packaging, pricing and promoting Interac debit services to
their customers. Interac debit transactions are acquired from merchants by twenty-seven
acquirers (members of Interac). Acquirers compete for the business of merchants in ways
such as pricing of transactioms, signage at the merchant POS, information provided to
merchants, and provision of fraud mitigation tools. All activities of the Interac member

organizations are carried out without the need for interchange.

111.B. INTERAC DEBIT SERVICES CONTINUE TO EXPAND AND EVOLVE

19.

20.

21.

22.
23.

In 1996, the original eight financial institution owners of Interac formed a separate
company, Acxsys, to provide management services to the Interac Association and to develop
and operate new payment services.

In 2004, Acxsys launched an email money transfer service to provide consumers with
a capability to transfer funds electronically to other persons and erganizations.

In 2004, Acxsys announced an alliance with the NYCE network in the United States
to provide cross-border POS PIN debit services. Interac cardholders that are customers of six
large Canadian financial institutions can use their debit cards for POS transactions at nearly
two million merchant locations in the United States. The NYCE network covers about 80%
of the US market.

In 2005, Acxsys launched the Interac online (Internet) payment service.

In 2006, Interac announced its commitment to implement EMV chip cards for Interac
PIN debit to provide increased protection against counterfeit and lost and stolen card fraud.
Interac's timeline for implementation of chip cards requires all debit cards presented at the

POS and POS acceptance devices to be chip-enabled by December 31, 2015.

See Fssuers;, http://www.interac.ca/members/issuers. pig[endofnote. ]
See Acquirers. hitp://www .interac.ca/members/acquirers. php
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24.

In 2010, Interac announced plans for ‘Interac Flash’. Interac Flash is a contactless
enhancement to the Interac Direct Payment (PIN debit) product and the consumer ‘flashes’
the debit card in front of the card reader rather than inserting the card in the card reader and
entering a PIN. Interac Flash is intended for merchant locations with smaller value

transactions.

1V. INTERAC DEBIT PRICING

IV.A. INTERAC PIN DEBIT AT THE POS

28.

26.

27.

[note']31

Intefae is a net-for-profit organization and eharges eaeh issuer and aequirer a per
transaetien switeh fee to recover its eosts. The eurrent switeh fee is EDN § 0.007299 per
transaction (redueed from $0.008253, effective November 1, 2008). The switch fee varies

with the volume of transactions and annual costs of the Interac organizatiom, and historically
has ranged between CDN. $0.004 and CDN $0.008.

Each acquirer and issuer in the Interac PIN debit system in Canada establishes fees
totally independent from other members and from any influence by Interac. The imterchange
fee for Interac PIN POS debit card transactions is zero and has been zero since the service
was introduced. Interac testified before the Canadian House of Commons Finance
Committee that ad valorem fees originated from the credit business, do not apply to debit,
and that Interac has no intention to move away from the flat switch fee calculated to cover its
€0sts. Interac testified it has no plans to levy interchange fees for Interac debit
transactions.

Interac permits merchants to surcharge for PIN debit transactions provided the

cardholder is notified of the amount of the surcharge directly on the PIN pad screen,

See Interac: Flasth™ Introduced to Market, http://www.interac.ca/media/imess 34.php[endofnote.]
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&8 }%{858%8@}}2@?&%% 8 gaé)ﬁ‘ﬁleeii Bresidsnt and €EO of Itsrac; Houss oF Commans Canada. Stnding
E E I, B%F} G4 S8HES 5% Sﬁ%ﬁ“&e"e"g@% IR e A AR5 E B endofnote

ee: testimony of Mr. Mark O’ Connell, President and CEO of Interac, House of Commons Canada, Standing
Committee on Finance, Evidence, June 16, 2009, p.8,
http://www2.parl.gc.ca/content/hoc/Commmitties/A02/FINR/Byidkes B4RV Y7 Fi RNWEBAZY 7EEAR Mfendofnote. ]
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providing the customer the option of cancelling the transaction prior to payment. Interac

reports that surcharging is not a common practice.

V. INTERAC PIN DEBIT IS A HUGE SUCCESS IN CSNADA

28. The early success of Interac PIN debit including its convenience and low risk for
consumers and attractive at-par pricing to merchants spurred growth in every dimension of
the service. As more financial institutions issued cards and more consumers used their cards
and demanded consumer acceptance, merchants in all sectors accepted the cards.

29. The overall growth record of the service is illustrated in Table 2 below.

2000 2001 2002 2003 2004 2005 2006 2007 2008 2009

# Monthly Avg 16.7 17.6 18.5 19.2 19.8 20.5 20.9 21.3 21.5 22.3
Users (millions)

# Terminals 4382 4632 4949 5206 546.0 5714 5919 603.2 6305 708.7
(thousands)

# Merchants 3109 3280 350.1 365.6 3786 391.3 4046 4103 4135 4358
(thousands)

# Transactions 1,960.1 2,236.6 24041 25900 2,891.2 3,070.1 3,293.2 3,451.8 3,705.4 3,882.0
(millions)

Transactions 8520 9490 10487 116.00 12440 137.42 148.70 156.82 168.58 171.36

Value ($Billions)

Table 1 Intevarc Busiinesss Nobumes
Souwree: Intevar: Asseniatibor, hfgttpiwiintsrac.ca

30. Canadian consumers used Interac PIN debit cards for 3,881.95 million transactions in
2009, 59 per cent higher than the combined number of payments initiated with Visa and
MasterCard credit cards (3,881.95 million versus 2,442.24 million).

31. Interac PIN debit cards are as widely accepted as credit cards in Canada. In a survey
of merchants conducted by the Bank of Canada in 2006, all responding merchants reported

that they accept cash, 93 per cent accept debit cards and 92 per cent accept credit cards.

See Customer Transaction Surcharges, http://www.interac.ca/consumers/fees.php

" Intsrac 29 3§¥ tstics: ﬁW\W |1n ehac 8- Credit ¢4 9%? fies: V}Ea and MastsrCard: Canadian Bankers

ssocm 101, EB WWW c /efllil 7Stt tisticssfat c¢ g %é%

ssoma ion, TIAWW:EB4- 64 con HSES/sEa [endofnote.]

Merchant Acceptance, Costs, an Perceptlonso RetallPayment Systems A Canadian Survey, Bank of
Canada Discussion Paper 2008-12, August 2008, p. 6, Httin/ivwww beanik-trangue-canada.calen/res/dp/2008/dp08-
12.html[endofnote.]
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32. Acceptance of Interac PIN has expanded in all merchant sectors as illustrated in Table

3 below.

Merchant 2000 2007
Classification # Merchant % of Total # Merchant % of Total
Locations Interac Locations Interac
Transactions Transactions
Beer/Liquor/Wine 3,980 4 5,208 4
Convenience Stores 20,832 3 16,189 3
Department Stores 6,220 7 13,856 9
Drug Stares/Pharmacy 6,310 6 7,240 5
Gas Station/Auto Repair 35,432 10 47,113 13
Hardware & Gardening 10,307 4 11,525 4
Other Services 32,947 4 46,892 2
Prof. & Bus. Services 34,114 2 57,506 2
Restaurants/Bars/fFast Food 40,412 13 56,934 15
Small Food Specialty 14,464 6 14,854 5
Specialty Cllothing 68,611 12 82,771 11
Supermarkets 8,749 24 10,064 23
Travel/Hotel/Card Rental 23,627 4 27,565 3
Utility & Government 5,465 0 12,607 1
Totals 311,470 100 410,324 100
Table 2 Intevar: Mevetanit Lacations
Source: Intevae Asseeiatiovw, hip/Mwwwiimerac.ca
33. Interac PIN debit is accepted by virtually every type of merchant/business sector

including: Agriculture, Landscaping, Building Trades and Contracting, Airlines, Bus
Operators, Car Rental, Hotels and Motels, Railroads, Moving and Storage Companies,
Marinas, Travel Agencies, Toll Operators, Telephone and Cable Services, Utilities,
Automotive Sales, Home Supply and Hardware, Discount, Department and Variety stores,
Food Stores, Convenience Stores, Catering Firms, all types of Restaurants and Fast Food,
Drug Stores, Hobby Stores, Resorts, Recreation Establishmenits, Laundry, Consumer repairs,
Entertainment, Sports, Fitness Clubs, Movie Theatres, Movie Rentals, Medical Services, all
forms of Licenses, Courts and Fines, all types of payments to governments (at all levels of
governmenit), Automobile Services, Gas Stations including pay-at-the-purp, Parking Passes,
Parking Lots, Insurance Premiums, Schools and Universities, Daycare, Charities and
Courier/Delivery Services. Merchants participating in events such as arts and craft shows,
local community markets and fairs are able to accept Interac PIN debit using wireless PIN
Pads.



34. Interac PIN debit has been very effective in reducing the use of checks as a method of
payment in Canada. Table 4 below shows Interac PIN debit and checks as a per cent of non-

cash payments through select years since Interac PIN debit was imtroduced.

1996 2000 2004 2008
Checks as % of non-cash payments 454 28.1 18.9 13.0
Credit cards - % of non cash payments 222 21.5 23.9 27.6
Debit cards - % of non cash payments 16.6 33.2 38.3 39.8

Table 3 Select Metthodss of Paymentt in Canada

VI. REASONS FOR THE SUCCESS OF INTERAC PIN DEBIT IN CANADA

VILA. MERCHANTS PREFER INTERAC PIN DEBIT
36. Merehant prefer Interae PIN debit at the peint-ef-sale due to its lewer eest relative to
other metheds ef payment, eenvenienee for beth merchants and eensumers, and lew risks. In
a survey of merchants eondueted by the Bank of Canada in 2006, 60 per eent of merehants
preferred debit eards, 52 per eent preferred eash and enly 21 per eent preferred eredit eards.

When merchants were asked which of the three payment methods they prefer consumers to
use the most often, 53 per cent preferred debit cards, 39 per cent preferred cash, and only 5
per cent preferred credit cards.

36. The study by Bank of Canada in 2006 calculated the variable per transaction cost to
merchants for an average transaction value of CDN $36.50 was lowest for PIN debit, at 19

cents, versus 25 cents for cash and 82 cents for credit cards.
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37.

38.

39.

40.

Interac’s at-par pricing model continues to be a factor in the lower cost of PIN debit
versus other methods of payment. In the survey conducted by the Bank of Canada merchants
reported fees ranging from 7 cents to 25 cents per transaction, and a median fee of 12 cents.
Interac testified before the House of Commons Finance Committee in 2009 that the merchant
fee for Interac POS debit presently ranges from 3 cents to 15 cents, with an average of 7 or 8
cents.  Accordingly, the Interac PIN debit per transaction cost to merchants is trending
lower.

The Interac online (Internet) payment service enables an increasing number of
merchants to offer their customers a secure Internet payment option as an alternative to using
credit cards. = When a consumer with a deposit account at a participating financial
institution wishes to make an Interac Online payment to a participating merchant, the
merchant’s website directs the consumer to select the consumer’s financial institution. The
consumer connects online to the financial institutions (using the same security processes as
for online banking) and the payment takes place entirely within each respective bank’s
Internet banking systems, not the merchant’s Internet site, and thus the consumer does not
provide any financial information, card numbers or log-in information outside the security of
the customer’s bank systems.

The Interac Flash™ gervice announced in June, 2010 will make Interac even more
convenient and cost-effective for merchant sectors handling small cash transactions,
including micropayments.

Visa's and MasterCard's move to PIN rather than signature for card transactions in
Canada and the announced March 2011 shift of liability for fraudulent transactions to the

issuer, acquirer or merchant that is not chip compliant, together with Interac’s at-par PIN

a'%fﬁcce fg & 410 B e o !f@fa A S o i Ssy: B

i | TR S B
ggn 51 n/r /3%8839 ndofnote] g

nn n I mmon n
Sgt: ﬁfég{l? Hgil Skgf grlzBE Bf 18811{ and CEQ of Tnisras: Hsuss o Cammons Canaga Sandin
B2 Bar VnIs o 8%&8&/8 éﬁfw&/@w s AT RS TR s ndofnote.]
W Ball EEHED
g Eﬁ? it PR REFEhapts Ry s e [hisas g Bayiment 8§n a8 thelF srsiomsrs
%28 8t Bf fere arﬁs % HB T |1n 3883\%6‘8% grg/ﬁ)g ﬁl&tés néqaer iCe8 8} am mgrgh EB[endofnote
R e e T
Ex@?’% ?'é?éss sl %sﬁé Ll e 8‘ B oy

‘3\

/Iwww.interac.c

[note:] 43

[note:] 44

[note:] 45

[note:] 46



debit pricing, provides incentive for additional merchants to install PIN pads and accept
Interac PIN debit.

VI.B. CANADIAN CONSUMERS PREFER INTERAC PIN DEBIT AS THEIR MEETHOD OF

41.

42.

43.

44,

PAYMENT

Canadian consumers embraced the convenience and security of Interac PIN debit
from the time it was introduced in 1994. The number of Interac PIN debit transactions per
capita in Canada was 110.8 in 2008.

Research conducted for the Interac Association revealed that in 2008 Interac PIN
debit was the preferred method of payment for 45 per cent of debit cardholders, compared to
22 per cent cash, 31per cent credit cards, and 1 per cent checks. Interac reports that nine in
ten Canadian adults have a banking card that enables access to Interac products provided by
financial institutions.

Many Canadian consumers do not pay transaction fees to their financial institution for
Interac debit. Canadian banks offer deposit account customers packages of services that
provide a specified number of, or unlimited, free debit transactions. The Canadian Bankers
Association (“CBA") reports (based on research conducted for the CBA) that 40% of
Canadians spend less than CDN $10.00 per month on bank service fees and 30% pay no
service fees.

Two Canadian financial institutions offer rewards programs to customers using PIN
debit. Bank of Montreal awards points in the Air Miles program to customers using their
debit camdl  Scotiabank offers a “SCENE ScotiaCard and Scotiabank Account” plan that
gives customers with certain types of accounts entertainment rewards points for purchases

made with a debit card.

H§E§H§P B gf 351@ 5 ghables [’HS FHSFSH%‘{ 18 avaid liability for fraudulent card transactions and 18 ageept
PR T et

et ements tlstlcs on ]Jayment and settlement systems in selected countries,
Figures for 2008, P. 248, http://bis.org/publ/cpss88.htm[endofnote.]

50 http://www interac.ca/media/stats.php

51 Interac 2008 Research facts, http://www.interac.ca/media/researchfacts.php
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45.

46.

47.

48.

49.

Interac cardholders that are customers of six large Canadian financial institutions can
use their debit cards for POS transactions at nearly two million POS locations in the United
States, through the arrangement between Interac and the NYCE network. NYCE covers
about 80% of the US market.

Cardholders using Interac PIN debit cards can obtain cashback with their purchases at
participating merchants, thus saving the time and cost of using an ABM or visiting their bank
branch to withdraw cash.

The convenience of using Interac debit at the POS is being further enhanced by the
contactless product Interac Flash. Consumers will be able to make Interac debit payments at
participating merchants by flashing their chip enabled debit card in front of a card reader.
Interac Online gives consumers a secure debit payment option for Internet payments, using
the consumer’s bank Internet site that the consumer also uses for online banking.

Consumers using Interac PIN debit are protected by provisions in the Canadian Code
of Practice for Consumer Debit Card Services (“Debit Card Code”). The Debit Card Code
contains provisions pertaining to:

o Protection of cardholder PINs.
o Information that must be supplied to cardholders in bank account statiements.

o Cardholder protection in the event of losses, and particularly that cardholders are mot
liable for losses resulting from circumstances beyond their control such as a cancelled or

expired card, and a card reported lost or stolen.
o Procedures for cardholders to follow in the event of questioned tramsactions.
o The cardholder’s responsibility to resolve merchandise issues with the merchant.

Interac PIN debit cardholders are also protected by the zero-liability policy of Interac
and its members.

> See: http://www.interac.ca/consumers/productsandservices merch.php and also testimony of Mr. Mark [note:]

O'Commelll, President and CEO of Interac, House of Commons Canada, Standing Committee on Finance,
Evidence, June 16, 2009, p.1,
http://www?2.parl.gc.ca/content/hoc/Comimititee/402/FINA/ iz XA 277 FH RNEBAZY 7EEPRIMfendofnote. |
*° Debit cardholders can request participating merchants to add a cash withdrawal amount to their purchase
transaction, and the cash is provided without a transaction fee. See: Caghhack,
http://www.intemc.calconsunmmﬂ/pnmdhrd@nmm merch.php[endofnote.]

[note:]

See Intevac: Flasth, http://www.interac.ca/consumers/{prodncisandemices merch.php[endofnote.] [note:] 57
See ACXSYS, Intevax: Online, Customer Service Rules;, http://www.interac. ca/customnemommmmmmmttmﬂp{endof %)ttgi

[note:] 59
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50.

Customers using the Interac Online payment service are protected by Interac Online
customer service rules including “Response to Claims”, “Payment of Claims”, and

unauthorized transactions.

VI.C. FINANCIAL INSTITUTIONS ENDORSED AND PROMOTED INTERAC PIN DEBIT

51.

52.

53.

54.

55.

The core business case for financial institutions in Canada to implement and promote
PIN debit included:

o Leveraging the investments made in providing PIN debit cards to their customers for
use at automated teller machines (ATMs).

o Reducing the volume of checks in the payments systiem.

o Improving the overall efficiemcy of the payments system by facilitating more
electronic payments.

The high level of security provided by Interac PIN debit cards enabled a financial
institution in Canada to issue the cards to virtually all of its customers, both consumers and
business, for use at ATMs, payments at the POS, in-branch transactions and online banking.

Each Interac PIN debit transaction is processed online at the POS and authorized only
if the cardholder has sufficient funds in his/her deposit account or has an account overdraft
agreement with his/her financial institution. Accordingly, Interac PIN debit transactions in
Canada do not generate overdraft revenue for financial institutions unless there is prior
approval of the transaction by the cardholder.

Each financial institution in Canada has complete flexibility in pricing Interac PIN
debit to merchants and consumers. POS debit is a ‘deposit account access service’ and no
interchange fees are paid to card issuers. The Interac association does not influence PIN
debit pricing decisions.

There were and are no reasons for an interchange fee in PIN debit card systems. In
on-line PIN debit there is no float, no risk in settlement between card issuers and acquirers,
and no extension of credit to the cardholder or merchant. The objective is to build maximum

participation of consumers and merchants, and an arbitrary and unnecessary interchange fee

% The zero liability policy of Interac means the cardholder is not responsible for losses beyond the cardhold8t%d
control. See: Security, http.//www.interac.ca/consumeis.secuitty.phm{endofnote.]
61 See: ACXSYS, Interac Online, Customer Service Rules, http://www.acxsys.ca

[note:]



would have the effect of setting an artificial base level for pricing. This would reduce price

competition, increase the cost to merchants, and deliver no benefits.

56. Interac PIN debit is a secure system. Debit card fraud at the POS is shown in Table 5.
2004 2005 2006 2007 2008 2009
Dollars Lost to Debit Card 60 70.4 94.6 106.8 104.5 142.3
Fraud ($ CDN Millions)
Dollar Value of Tramsactions 124.40 137.42 148.70 156.82 168.58 171.36
($CDN. Billions)
Dollars Lost to Debit card 0.0004823 0.0005123 0.0006362 0.0006810 0.0006188 0.0008304
Fraud as a Per Cent of Dollar
Value of Transactions
Table 4 Intevae: PIN Debiv Fraud

Source: Ihttip://mwww.interac.ca/media/stats.php

57. By comparison, the Canadian Bankers Association reported fraud in Visa,
MasterCard and Amex programs in Canada in 2009 was CDN $358,361,292 on net retail
sales of CDN $264.47 billion, or 0.00135%, higher than for Interac debit.

58. The overall success of Interac PIN debit in Canada has enabled financial institutions
to offer more efficient and secure payment services to consumers, and to improve the
efficiency of the payments system. In 1994 when PIN debit was launched nationwide in
Canada, 69.4 per cent of the volume of payment transactions was paper and 30.6 per cent
electronic. In 2009, 16.44 per cent of the volume of transactions was paper and 83.56 per

cent ellectronic.

52 The Government of Canada, Standing Senate Committee on Banking, Trade and Commerce, as a result of [note:]
research and testimony of witnesses during 2009, concluded “The committee also believes that there is little
rationale for a percentage-based interchange, merchant discount and switch fees on debit cards, since this
payment method involves a relatively simple and nearly instantaneous transfer of funds from the account of the
purchaser to the account of the seller.” See: Transpavency;, Balanee and Choice: Canadilss Credit and Debit
Card Systems, Report of The Standing Committee on Banking, Trade and Commerce, June 2009, p.31,
http://parl.gc.ca/40/2/parlbus/commibus/semeti/oom-a eniced fep ed fegiilnd@9ecppdfendofnote. ]

Canadian Bankers Association, Credit Card Statistics, [note:]
http://cba.ca/contents/files/statistics/stat cc db038 en.pdffendofnote.]
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Vil. VISA AND MASTERCARD ANNOUNCED PLANS TO IMPLEMENT
RESPECTIVE PIN DEBIT PRODUCTS IN CANADA

59. In November 2006 Visa Canada Association, MasterCard Canada Inc. and Interac
Association announced that chip cards would be implemented nationwide in Canada
beginning in 2008. At the same time Visa and MasterCard announced that cardholders using
chip credit cards would be required to use a PIN rather than signature to authorize
transactions.

60. Visa announced that chip cards and use of PINs would provide greater security and
convenience, stating “Becausec your Pevsenall Identifitetioon Nomberr (PIN) replacess your
sigwatare;, the transactiomm is more secawe!” Visa cited research that concluded most
Canadians prefer PIN verification versus signature.

61. Effective March 31, 2011 liability for card-present transactions that are fraudulent
will rest with the party (the issuer, acquirer or merchant) that is not in compliance with the
chip and PIN implementation requirements. Merchants must implement chip and PIN
capable POS terminals in order to avoid responsibility for fraudulent Visa and MasterCard
transactions after the March 31, 2011 deadline. By equipping checkouts with chip card
readers, merchants will no longer physically handle the customer's card and thus will have
even less control over the type or brand of card a cardholder uses.

62. The above noted changes made by Visa and MasterCard, including implementation of
chip cards, requirement to use PIN rather than signature, and deadlines for the liability shift
positioned the organizations to announced plans to introduce their respective PIN debit
products in Canada.

63. Visa and MasterCard PIN debit products in Canada will operate outside the rules of

the Canadian Payments Association, Canadian Payments legislation, and the Canadian Code

% Visa Chip Cards, http://www visa.ca/chip/cardholders/benefitsofchippin/index.isp [note:]
Visa initially set the requirements and date for the liability shift effective October, 2010. See: [note:]

http://www.visa.ca/chip/merchanis/resounces/domnlioads VissCHingH INHoat SSlestt webversion.pdfi. MasterCard

adopted the same schedule. In late September 2010, Visa and MasterCard announced the date for the liability

shift has been extended to March 31, 2011, See:

http://www.retailcouncil. ory/advocacy/rettiome s mutice24 081 Naasp. Merchants must also be chip card

compliant to meet the December 31, 2015 deadline for Interac debit transactions at the POS.[endofnote.]

6/ Chip and PIN procedures require the cardholder to insert his or her card in the card reader and that the

merchant not handle the card., http://www.interac.ca[endofnote.]

[note:]



of Practice for Consumer Debit Card Services. They will be governed by their respective
corporate rules, subject only to voluntary compliance with provisions of the Code of Conduct

for the Credit and Debit Card Industry in Canada.

VILA. VisA PIN DEBIT IN CANADA
64. In 2008 Visa announced it would introduce Visa debit in Canada in 2009, and that
Visa debit would be a chip and PIN product that worked like Interac PIN debit. Visa planned
to take advantage of the highly successful Interac PIN debit service by including the Visa
debit brand on the same cards presently used for Interac debit.

65. Visa's announced interchange fees for Visa PIN debit in Canada as shown in Table 6.

%% Visa and MasterCard transactions clear and settle via their own respective networks rather than through [note:]

systems operated under Canadian Payments legislation. According, Visa and MasterCard transactions are not

covered by CPA rules applicable to debit card transactions: Rule E1, Shared Electronic Point-of-Service

Payment Items, Rule E2, Exchange for the Purpose of Clearing and Settlement of Electronic Online Payment

Items, Rule E4, Exchange of PIN-less Point-Of-Service Debit Payment Items for the Purpose of Clearing and

Settlement. See: Automatedd Cleaviing and Settlements Rudkss and Standards,

http://www.cdnpay.ca/imis15/eng/Act Rules/Automated Clearing Settlement System ACSS Rules/eng/rul/A
utomated Clearing Settlement System ACSS Rules.aspx?hkey=fd136984-e35f-4bf3-b534-3bcb8bb138ac#E[endofnote.]

See Actions by the Government of Canada, Section V.ILD of this report.[endofnote.] [note:] 69
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Fee Program Visa Debit Interchange

Industry Program - Grocery 0.15% + $0.05
Industry Program - Gas 0.15% + $0.05
Performance Program — Tier 1 0.15% + $0.05
Performance Program — Tier 2 0.15% + $0.05
Recurring Programs 0.60%
Emerging Segments 0.30%
Electronic 0.25% + $0.05
Standard 1.15%

Table 5 Visa Canada Consumer Debitr Card Interctiangee Fees
Sourez: hitp./mtipuwisey atisercaleniaboutoandioediatentratintéuonaagelftf Ak L2000 interdhange-Rates. pdt

66. Visa defines its debit interchange fee categories and conditions in a manner that could
result in a very significant number and value of transactions being subject to the higher levels

of interchange (e.g., Emerging Segments, Electronic e.g., Internet, phone).

" Standard: Appliss 18 iraﬂggg 8RS Whefs msF i$ ROt Bressht of tﬁs ma Hs SHFips 8F ¢ Ef@ potread
8}88{F8Hf8§i fsssg 5. OAling BHFE gff 8Re OF f{rdngm. sn RARSF €4F \ABFRLS:
Electromic: Ap }8§ 18 IF§H§§8E}8H§ tha{ are fil au{ sm sctFoRicalty: whers | seare is Br8§sm and where

the aghetic Strips oF chiB 1S read: The cardheldsr W} { typicatly sigh 8t th@ Burehase oF uss 4 PIN 18 avtherize
the purchase; but this rate Will alsg e available or Visa BayWavet™ transactions and transactions that de net
Fequire 4 signature er Visa's No 3ignature Required Brogram:

Tndustry Program: Applies t8 the slectronic transactions of retailers that mest the requirsmesnts 8 be ¢lassified
Under speeific industries. Currently; the gas and §F8€€F§f industries are ineludsd in this program. At a MiRimum;
0% of a retail sutiet's annual sales must be in qualifying gas oF greeery purchases for the sutlet's ransaetions
t0 be eligible for this program.

Reeurring payments: Applies te transactions that are proeessed on a reeuFring basis; where thereisan
agreement in plaee between the eardholdsr and the merchant to preautherize the eardhelder’s eard periedieally.
Emerging Segrments: Applies to the transactions of merchants that meet the industry and transaetion-size
requirements of the program. Currently, these requirements are as follows:

Any transaction amount

+ MEE 4900 - Utilities

+ MCC 6513 - Real estate agents and mrinzgers—Rentals

+ MCC 9311 - Tax payments

Transaction amounts equal to or greater than CA$1,000.00

* MCC 8211 - Elementary and secondary schools

* MCC 8220 - Colleges, universities, professional schools, and junior colleges

* MCC 8351 - Child care services

Performance Program: Applies to the electronic transactions of retailers that meet specific criteria and that
process large volumes of transactions. The current qualification criteria are:

Performance Program — Tier 1

* Minimum of $2 billion in total net VisaNet retail sales volume in Canada

* Maximum fraod ratio of 0.07%*

» Maximum chargeback ratio of 0.01%*




67.

68.

69.

Visa reported that the interchange rates listed above were lower than had been
previously announced by Visa. In testimony before the Finance Committee, Mr. Tim
Wilson, Head of Visa Canada, stated “Ow (Visa'$y) interchangee rates far Visa debit were
redluced! last year to reflectr mariets fhsdtiackk. They are now aboutr hallf of wihatr they would
have beem ppesvioudly.” Visa's announced reduction in its PIN debit interchange fees for
Canada was most likely due to Interac’s successful ‘at-par’ PIN debit service and
MasterCard’s announcement that there would be no interchange on Maestro transactions in
Canada.

In addition to placing Visa debit on the same cards as Interac, Visa planned to
implement a process that would push consumer debit transactions to Visa. Visa announced
that if a Visa debit card was used at a chip capable terminal, the cardholder would be
presented with the option to use Visa debit or Interac debit. If the cardholder selected Visa,
the transaction would be processed as Visa debit. If'the card was swiped on a magnetic stripe
terminal, the transaction would be processed as an Interac transaction (presumably to reduce
Visa’s risks for swiped card transactions).

Visa also attempted to force acquirers to give preferential treatment to Visa debit.
Moneris Solutions testified before the Finance Committee that Visa offered Moneris an

incentive to develop Visa debit for merchants and that Moneris had not so far rolled out the

Performance Program — Tier 2

* Minimum of $850 million in total net VisaNet retail sales volume in Canada

* Maximum fraud ratio of 0.07%*

» Maximum chargeback ratio of 0.01%*

*Eraud ratios will be based on the number of fraudulent transactions incurred by a merchant on Electronic
transactions divided by their total Visa Electronic transactions. Chargeback ratios will be determined based on
the number of chargebacks incurred by the merchant on Electronic transactions divided by their total number of
Visa Electronic transactions

The qualification criteria for volume, fraud and chargeback ratios will be reviewed annually and may be
adjusted annually by Visa Canada. They may also be expanded to include additional elements such as minimum
transaction counts, compliance with specific risk management programs, etc. In addition, while eligibility is
currently based on the retailer’s total Visa volume, please be advised that in the future Visa may create distinct
Performance Program eligibility criteria for debit products and (separate from) credit products. See:

http /Iwww.visa. caleMabouwamﬁm@dmm@mmmmmﬁAWﬂmmmmm%mM
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[end of note.]



70.

71.

product because it is not comfortable with Visa's debit pricing. TD Canada Trust testified
before the Finance Committee that it was subject to considerable fines if it did not support
Visa Debit.

Visa's interchange rates for debit have not (to-date) attracted Canadian Visa issuers to
issue Visa PIN debit cards for in-Canada debit transactions at the POS. On October 18, 2010
Canadian Imperial Bank of Commerce (“CIBC") announced it would start issuing debit cards
with the Visa debit brand mark included on the card along with the Interac brand and that
cardholders will be able to use Visa for debit transactions at the POS outside Canada and for
online transactions.

Visa and MasterCard HAC rules in Canada have not been used to force merchants to

accept Visa's and MasterCard's debit cards.

VIL.B. MASTERCARD PIN DEBIT IN EANADA

72.

On November 20, 2009 MasterCard Canada announced it had been working with
acquirers since late 2008 to facilitate expansion of its Maestro debit product in Canada. The
announcement confirmed earlier reports that Maestro would be a PIN based debit product,
that it would reside on the cardholder’s present debit card together with Interac debit, and
that it would be priced to acquirers at a flat fee without interchange.

[note:] 74
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ee: testimony of Mr. Jeff van uynhoven President and CEO of TD Canada Trust Merchant Services, [note:]
House of Commons Canada, Standing Committee on Finance, Evidence, May 26, 2009, p.5
http:/iwww2.parl.gc.ca/content/hoc/Committee/402/FINA/Ewidemw/ Y3283 A RNAEEASD0 EEPRIDF
76 See: CIBC, Personal Banking, http://www.cibc.ca/ca/features/cibc-advantage- [esttd of note. ]
card html?WT.mci dd+11iRROARDYARBIF-HI endofnote.]
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73.

74.

75.

76.

MasterCard, when questioned about whether the zero interchange rate might be
changed at a later date by “yow peweri/ or associatte compemy in the United States”
responded: “I dow{r see MasterCardd debiv as being appvopmatée far this marietr ((Canada)
because of the pritings envivenmentz. To answen yeun questiam, it is our strategy to remadin at
a lower fiats fiee than /httewac.”

MasterCard informed merchants that in Canada the Maestro brand mark would
appear on the back of select debit cards along with the Interac brand and that Maestro
transactions originating in Canada would be processed via MasterCard’s network.

MasterCard announced that debit transactions initiated with debit cards that contained
both Maestro and Interac brands would be subject to “operational routimg’. The term
“operational routing” meant that when a debit card is issued to a cardholder and contains
both the Maestro and Interac brands, the issuer will decide how debit transactions are to be
routed and will encode this routing information on the chip embedded in the debit card.

Even though MasterCard introduced Maestro with zero interchange and a switch fee
that is presently lower than Interac’s PIN debit switch fee, Maestro has not to-date been
implemented by a Canadian financial institution for domestic debit transactions. Bank of
Montreal includes the Maestro (MasterCard's international PIN debit service) brand mark on
some of its debit cards to facilitate use of the cards for debit transactions in locations where

Maestro is accepted outside Canada.
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VIL.C. REACTIONS OF MIEERCHANTS, CONSUMERS AND OTHER PAYMENTS SYSTEM
STAKEHOLDERS

77. Merchant organizations expressed concerns that Visa and MasterCard, by attaching
their debit brands to the same bank debit cards as Interac and controlling or influencing the
routing of debit transactions to their respective networks, would use their market power and
rules to displace Interac debit transactions that are low cost to merchants. They were
particularly concerned Visa would use its interchange offers to financial institutions to
influence them to promote Visa debit rather than Interac debit.

78. The Canadian merchants’ ‘StopStickimgltlialls’ coalition, in its submission to the
Government of Canada hearings, stated “Visar and Mastar@audd stave that allfowiing their debit
praghetss in Caneadin will prewidde move competitiomn. Howewsrr this woulll/ be the same
competititvn that Canadizy now expevienesss on the credii card side - competititmn ffin issuwers by
increasingg peymeev? costs to merchiamss, and ccongumers.

79. The Government of Canada, Standing Senate Committee on Banking, Trade and
Commerce in its June 2009 report ‘Transparency, Balance and Choice: Canada's Credit and
Debit Card Systems”, agreed with the concerns expressed by merchants and others during its
committee hearings, stating “--- the Committese is concernsd] that competitionn among debit
card/ peymeen? systemss coulld! lead to higther costs i merciiamss and, eventuallly, higther metail
pricass i consumerss. We know that interctiangge féess on debir cards issued/ undev the Wisa
bramd! wilW be calculatad! on a comibined! ftats the and pencantagge basis that Visa admilss may
entaill higier merciiants costs tham those associatae witth cards isswed! undev the Yntevan: and
Measteriandd bramdl. Masterdaadd poimss to the fintr that its Maesirco debit card is Aess
expensiise than Intevar’ss debir card as prenif that competititon yielliss beneffts. Howenarr, we
are not comvinged! that this situatiom will endwe, and we are concemmed]! that ccompetition
betweem Intevatc and/ two wellMinamedd and/ marietrsavvyy compeliioyss sucth as Nisa and
Mastaraadd wilWl marginatiiee Inievan;, and either drive it out of business regawdlhsss of its
govennancee structunee oy lead to a mergeir or acquidititon that woulld! have the effect of /imiting
competititon in the debir card mavielr to Visa and Mesiariontd. My that peini, debir card

S i 18 e Sl Ean mmlggss %%gsﬁé Trads and Commeres: A Mershan Berspestve on

E ri sfems i Cana
a men s ems in ana [endofnotea
u mission to the Senate Commlttee on Bank1 Trade and Commerce, 4 Merchant Perspective on

Paymentr Systems in Canada, April 23, 2009, pp.14, 15.[endofnote.]



merctiamt ffess woulldl likelly do whetr they have dome elsewliene under these ciicowmstances:
they woulld! rise.

VIL.D. ACTIONS BY THE GOVERNMENT OF CANADA

80. In recognition of concerns expressed by merchants and others about the likely
consequences of allowing Visa and MasterCard to implement their respective debit products
in the Canadian market as had been announced by the card companies, the Government of
Canada Standing Senate Banking Committee on Banking, Trade and Commerce commenced
research and hearings in March 2009, and the House of Commons Standing Committee on
Finance commenced additional hearings in May 2009.

81. As an outcome of the hearings, the Government of Canada implemented a Code of
Conduct for the Credit and Debit Card Industry in Canada, effective August 16, 2010. The
purpose of the Code is to ensure that merchants are fully advised of the costs of accepting
debit and credit cards, that merchants have flexibility to encourage consumers to choose the
lowest cost payment option, and that merchants are allowed to choose which methods of
payment they will accept. The Canadian Minister of Finance warned the card
organizations that if they did not follow provisions of the Code, legislative action would be
pursued.

82. Key provisions of the Code pertaining to debit cards include:

o “Payment card network rules will ensure that merchants who accept credit card payments
from a particular network will not be obligated to accept debit card payments from that
same payment card network, and vice versa.” A merchant can choose to accept only

credit or debit payments from a network without having to accept both.

% See: Transparency, Balance and Choice: Canada’s Credit and Debit Card Systems, Report of The Standifi*”!
Committee on Banking, Trade and Commerce, June 2009, p.31,
http [Iparl.gc. cw40/2/paﬂbuﬁmmmﬂmm/mwmmmmtmpdeeemﬂfendofnote ]
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“Payment card network rules will ensure that merchants will be allowed to provide
discounts for different methods of payment (e.g. cash, debit card, credit card). Merchants
will also be allowed to provide differential discounts among different payment card
networks. Discounts will be allowed for any payment method. As well, differential

discounting will be permitted between payment card networks.”

“Competing domestic applications from differemt networks shall not be offered on the
same debit card. However, non-competing complementary domestic applications from
different networks may exist on the same debit card. A debit card may contain multiple
applications, such as PIN-based and contactless. A card may not have applications from
more than one network to process each type of domestic transaction, such as point-of-sale,
Internet, telephone, etc. This limitation does not apply to ABM or international

transactions.”

“Payment card networks will ensure that co-badged debit cards are equally hrandied.
Payment card network rules shall ensure that the payment networks available on payment
cards will be clearly indicated. Payment card networks will not include rules that require
that issuers give preferential branding to their brand over others. To ensure equal
branding, brand logos must be the same size, located on the same side of the card and both

brand logos must be either in color or black and white.”

“Payment card network rules will ensure that debit and credit card functions shall not co-
reside on the same payment card. Debit and credit cards have very distinct characteristics,
such as providing access to a deposit account or a credit card account. These accounts
have specific provisions and fees attached to them. Given the specific features associated
with debit and credit cards, and their corresponding accounts, such cards shall be issued as
separate payment cards. Consumer confusion would be minimized by not allowing debit

and credit card functions to co-reside on the same payment card.”

“Payment card network rules will ensure that negative option acceptance is not alllowed.

If payment card networks introduce new products or services, merchants shall not be



obligated to accept those new products or services. Merchants must provide their express
consent to accept the new products or services.”

83. The Code prevents Visa and MasterCard from exploiting their market power to gain a
foothold and eventually perhaps a leading position in debit in Canada, and thus position Visa
and MasterCard to displace Interac debit and increase costs to merchants and consumers.

84. The Code has been adopted by Visa, MasterCard, Interac, American Express, card

issuers and acquirers.

Viil. CONCLUSIONS

85. The Interac PIN debit service has been a tremendous success in Canada, without
interchange.
86. The business case for financial institutions in Canada to issue and promote the use of

Interac debit cards was not dependent on revenue from interchange fees. Financial
institutions set the interchange fee for Interac PIN debit at zero when the service was first
introduced, it remains zero today, and Interac has no plans to change this very successful ‘at-
par’ debit model.

87. If financial institutions in Canada had at any time seen a need for interchange in the
debit system, they could have implemented interchange fees for Interac or issued Visa and
MasterCard debit products, due to conditions such as the following.

o The governance of Interac is dominated by financial institutions and they had the

power to introduce interchange for Interac debit.

o Interac debit issuers in Canada are also members of Visa and MasterCard.
o Acquirers of Interac debit are also acquirers of Visa and MasterCard.
o Issuers and acquirers were aware of Visa and MasterCard debit options and related

interchange revenue possibilities.
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88.

89.

90.

91.

Although the Government of Canada issued a Code applicable to debit and credit card
services in Canada that disallows competing debit brands from co-residing on the same debit
card for domestic applications, financial institutions have flexibility to issue separate Visa
debit cards (separate from Interac) if they wish to generate interchange revenue from POS
debit transactions in Canada. No financial institution has done this to-date.

If financial institutions in Canada had concerns about zero interchange for Interac
debit, they could have objected to the Code issued by the government that among other
provisions constrained Visa, MasterCard and their member financial institutions from using
their market power to force Visa's and MasterCard's debit products on merchants and
consumers. No financial institution objected.

During the hearings on debit and credit card matters before the Government of
Canada Senate and House of Commons committees in 2009, and in initial submissions to the
government appointed Payments Task Force, no financial institution or payment network
justified reasons for interchange in debit card payment services.

The tremendous success of the Interac ‘at-par’ PIN debit service in Canada was
undoubtedly a major factor in Visa’s lower interchange rates for PIN debit in Canada and in

MasterCard’s decision to implement Maestro debit in Canada without interchange.

Vi oHers %H%HE}a %H% Q;f $ |IsTehan ’F%%% iFthy implement Visa debit: Ses: Vigds sehedule of BIN
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IX. APPENDIX A - CURRICULUM VITAE - KENNETH J. MORRISON

CAREER SUMMARY

I am president of FutureSolve Inc., a management consulting firm that specializes in payment
systems and technology in the financial services and retailing industries.

Since starting the consulting business in 1993, I have advised on the design and operation of
payment systems globally including in Canada, the United States, China, Malaysia, India,
Indonesia, Thailand, Colombia, Argentina, Poland, the UK, and numerous other countries. I was
retained by Retail Council of Canada, Canadian Life and Health Insurance Association and
independent investment dealers to serve as the expert witness in the Canadian Bureau of
Competition Policy case pertaining to shared ATM and POS debit services provided by the
Interac Association. This case focused extensively on comparisons between payment systems in
Canada and the United States. Since 1995, I have been retained by Retail Council of Canada to
provide advice on payment systems and financial services, and I am currently its representative
on the CPA Stakeholder Advisory Council. This involves tracking payments system
developments and issues in Canada, the United States, and globally. I have been retained by a
number of large insurance companies and retailers to advise on proprietary credit cards, debit
cards, financial services legislation, electronic commerce, and services delivery networks. I also
provide seminars and education programs in several countries, on technology, electronic

commerce, payment systems, and information privacy.

Prior to 1993, I was an executive officer with Royal Bank of Canada, one of the largest financial
institutions in North America and operating in more than fifty countries. My responsibilities
during thirty-two years with Royal Bank included development and implementation of computer
systems and banking procedures globally, management of payment systems, Automated Teller
Machine (ATM) networks, payments system policies and standards, client (debit) cards, services

delivery networks, retail banking strategy, quality of customer service, and banking operations.

I was a member of Canadian Bankers Association (CBA) and Canadian Payments Association
(CPA) committees dealing with payment systems through more than twenty-five years, including
during the period in which credit card, ATM and PIN debit card systems were implemented in
Canada. I was a member of a CPA committee that developed processes and standards for secure

Internet payments.
EDUCATION:

Bachelor of Commerce, Concordia University, 1972



EMPLOYMENT HISTORY:
Royal Bank of Canada — 1960 to 1993 including the following positions:

1960 - 1972  Various positions in branch banking and Head Office

1972 - 1975  Manager, Clearings Control and Cost Analysis

1975 -1976  Assistant to the General Manager, Finance and Investments Division
1976 — 1979  Manager, Management Control Systems

1980 Assistant General Manager, Business Systems Development

1981 — 1985 Vice President, Systems Development

1985 -1986  Vice President, Technology, Planning and Financial Management
1987 — 1988  Vice President, Information Technology Strategy

1988 — 1990  Vice President, Technology and Distribution Networks

1990 — 1992  Vice President, Network Planning and Automation

1992 — 1993 Vice President, Quality Service and Planning, Retail Banking Division

FutureSolve Inc. (Previously Ken Morrison Consulting Inc¢.)- 1993 to present

President of a privately held consulting firm that specializes in payment systems and technology
in the financial services and retailing industries.

Examples of assignments in area of payment systems

Retained from 1995 to the present to advise Retail Council of Canada and its members on
payment systems and banking services, conduct various payments system surveys, and make
representations to governments on payments/financial services legislation and policies.

Retained by numerous retailers to provide analysis of payment systems costs, evaluation of
payment alternatives, issuing gift cards, and advice in negotiating banking service fees.

Retained by a global technology firm to conduct research on payments systems in all major
countries, covering payment practices, strategies, legislation, technologies, structure of the
industry, etc.

Retained to advise a large retail organization in Canada on business opportunities in financial
and card services markets.

Retained by numerous organizations to develop and provide education programs in the areas of
payment systems, card services, retail banking products and delivery networks, customer
information systems, loyalty programs, e-commerce, and technology.

Retained to conduct research and develop a payments system strategy for Canadian Grocers

Retained by Retail Council of Canada, Canadian Life and Health Insurance Association and
independent investment dealers to serve as the expert witness in the Canadian Bureau of



Competition Policy case pertaining to shared-network services (ATMs and POS debit cards at
the point-of-sale) provided by the Interac Association.

Participated in an in-depth study of Canadian retailers’ experiences with payment systems.

Retained to advise several eCommerce companies on financing alternatives, technology and
marketing strategies.

Retained to advise an Internet grocery organization on wireless payment systems and to organize
the provision of such services.

Retained to advise a major government Ministry on its long-term strategy for delivering services
to citizens electronically.

Retained to advise on strategy and practices to expand direct deposit of government benefits
payments.

Retained to provide research, analysis and expert testimony for a major debit card services
antitrust case in the U.S.

Retained to advise a major agency in the Government of Canada, responsible for money
laundering mitigation matters, on regulations and processes pertaining to the reporting and
analysis of financial transactions.

Retained to advise a major communications and payment network services provider on its
Canadian market strategy.

Retained to provide advice to the Government of Canada on acceptance of credit and debit cards
as payment for government services, and on the tendering/acquisition of financial and payments
services.

Retained to provide advice to the Province of Ontario on acceptance of credit and debit cards as
payment for government services, and on the tendering/acquisition of financial and payments
services.

Positions/assienments relating to banking and payments while employed with Roval Bank

1973 — 1992 Member of various Canadian Bankers Association (CBA) Clearing and
Payment Systems Committees developing/approving strategies, policies
and procedures pertaining to check clearing systems, POS debit cards,
funds transfers, payments system risks, and roles of various payments
system participants. As a member of these committees, I participated in
extensive reviews and discussions re debit card systems in the United
States and other countries.

1980 — 1992 Participated as a member of various CPA committees which included
dealing with the policy issues of payments clearing and settlement, access
to deposit accounts, security, standards, and other aspects of payments
networks and services.



1980 — 1983
1981 — 1990
1983 — 1984
1983

1983 — 1984
1983 — 1988
1984 — 1985
Flow

1985 - 1989
1985 - 1990
1989 — 1990
1985 - 1986
1985 - 1994
1990 — 1991

Member of ‘committee of banks’ responsible for planning and managing
the development and implementation of the Visa Canadian Authorization
Network.”

Responsible for systems development and technology functions at Royal
Bank during the period when systems for providing ATM services, POS
debit cards, electronic authorization of credit card transactions, and shared
electronic network services were developed and implemented.

Member of Royal Bank management committee to study future of the
financial services industry in Canada. This involved extensive review of
how financial services were evolving in the United States.

Participated in meetings of Canadian banks to develop the shared ATM
network in Canada.

Chaired Royal Bank and Canadian Bankers Association committees to
develop ‘Information Privacy’ policies.

Member of the Board of AST TransAct, a Royal Bank subsidiary company
providing data processing and EFT/POS switching services in the U.K.

Participated in Federal Government Task Force on ‘Transborder Data
and Privacy’

Participated in the development and approval of Canadian Payments
Association (CPA) Standard 020: “Standards Applicable to Cash
Dispensing in Networks of Shared Automated Banking Machines”.

Participated in the development and approval of CPA Standard 021:
“Standards and Guidelines Applicable to Electronic Funds Transfer at the
Point-of-Sale” (PIN POS debit).

Chaired a CPA Committee, which included financial institution and
retailer representatives, to discuss alternatives for POS debit card services
at the point-of-sale. Discussions included on-line PIN versus signature
POS debit, and comparisons with services in the United States, Europe and
Australia.

Faculty member — Royal Bank Management and Technology education
program. This involved developing and delivering education modules that
drew extensively on financial services and payments experiences from
other countries.

Participated in developing and implementing Royal Bank’s strategy and
plans for POS debit card services at the point-of-sale.

Advisor to the Institute of Canadian Bankers on courses and texts for
‘Technology and Banking’ courses for chartered banks’ staff.

92 Shared on-line network for authorizing credit card transactions.



1990 — 1992

1992
1993

Responsible for ‘Network Planning and Automation’ in Royal Bank
including developing strategy and policies for ATMs, expanding the
network of ATMs, programs to increase customer use of ATMs, managing
the marketing and operation of Sponsored Member services, and managing
overall quality of service, costs and revenues associated with ATM:s.
Managed Royal Bank’s client card operations, including card design,
cardholder agreements, card issuance, card utilization, and participated in
developing strategy and plans for building customer loyalty in card-based
electronic service environments. Also managed implementation of ATMs
in other countries.

Managed development and pilot launch of ‘Telephone Banking’ service.

Participated in developing Royal Bank’s long-term strategy and plans for
electronic delivery of consumer financial services, in which the client
(POS debit) card was a key component.
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I INTRODUCTION AND SUMMARY OF CONCLUSIONS!

1.

I have been asked by counsel for the Merchants Payments Coalition to provide

some historical background on the development of the debit market. I also have been asked to

supply industry data on certain key issues that might be relevant to the Federal Reserve Board’s

(the “Board”) analysis of the rulemakings and regulations that Congress has asked it to issue

under Section 920 of the Electronic Fund Transfer Act. With regard to these issues, I offer the

following conclusions:

The incremental costs of authorizing, clearing and settling debit transactions should
be limited to the processing associated with authorizations, i.e., confirming whether
the cardholder has sufficient funds to pay for the purchase; the processing associated
with clearing, i.e., delivering final transaction data to issuers for posting to the
cardholder’s account; and the processing associated with settling, i.e., calculating fees
and charges that apply to issuers and acquirers, and calculating the net financial
position of issuers and acquirers after debit transactions are completed. These
processing costs involved with electronically transmitting transaction data are readily
identifiable. By contrast, many of the other costs that debit issuers incur are mixed
together with other programs, or reflect inefficient outsourcing related to signature
debit.

The incremental costs of authorizing, clearing and settling PIN debit transactions —
which occur in a single electronic message — are roughly $0.0033.> The incremental
costs of authorizing, clearing and settling signature debit transactions related to an
issuer’s DDA system are approximately $0.0136.

Even before PCI DSS costs are taken into account, merchants absorb more of the
debit card fraud costs than do issuers. The costs of PCI DSS compliance, alone, for
merchants will soon exceed the total cost of payment card fraud in the U.S. To date,
mercliants have incurred at least $10 billion in PCI DSS compliance and liability
COSts.

' All documents and deposition testimony referenced herein and preceded by “Attachment _” are materials that
were either unsealed by the Court in the /nn re Visa Check/MasterMoney Antitrust Litigation, No. 96-CV-5238
(ED.N.Y.) (J. Gleeson), or are otherwise publicly available. All such materials are appended to this report.
Appended as Attachment 1 is a copy of my curriculum vitae.

% First Annapolis Consulting, “STAR CHEK® Direct Product Overview,” Prepared for First Data, June 22, 2004, at

25.

? First Annapolis POS Debit Issuer Cost Study Comprehensive Report, Presented to First Data and STAR, Oct. 23,
2007, at 26, 28.

* See infia, 9§ 53.



e Much of these fraud costs borne by merchants, including PCI DSS and chargeback
costs, could be eliminated by the implementation of better fraud prevention
technologies.

1. DEBIT CARD INDUSTRY BACKGROUND
A. Origins of Debit Cards

2. Starting in the 1970s, banks began to allow their customers to use personal
identification number (“PIN”) debit cards and automated teller machines (“ATMs”) to withdraw
funds from their accounts, instead of cashing paper checks. Banks were motivated to offer ATM
services in order to reduce their reliance on human tellers and to reduce the number of checks
they would have to process. Regional ATM networks soon evolved, which accelerated the
ubiquity of ATM services. The banks, using the regional ATM networks, then expanded the
utility of the PIN debit system by allowing their consumers to use their debit cards to pay for
merchandise at retail stores.

3. Several characteristics made PIN debit appealing to consumers, merchants and
banks. Customers benefitted by reducing the amount of cash and checks they needed to carry.
PIN debit lessened the need for merchants to process large amounts of cash. Banks eliminated
float from checks by processing PIN debit transactions almost immediately, in a single electronic
message (which authorized, cleared and settled the transactions instantaneously). Most
importantly, banks deployed PIN debit to save money by eliminating the relatively high
processing fees associated with paper checks, and they used the additional convenience of PIN
debit to strengthen relations with their customers. These deeper relationships motivated
customers to maintain higher balances, which banks could profitably loan out. In this way, the
value of debit cards to banks vastly transcended the narrow economics associated with the cards.

That remains true to this day.



4. Moreover, PIN debit offered banks, merchants and consumers significant security
benefits. Because PIN debit required users to enter PINs to initiate the transaction, thieves could
not easily use stolen cards to commit fraud. And because PIN debit transactions settled almost
immediately, less opportunity existed for consumers to accidentally or intentionally empty their
accounts before a given PIN debit transaction settled. This level of security afforded by PIN
debit transactions was described by the former CEO of MasterCard as providing a “dramatic lift”
over the security offered by signature debit.’

5. Because of the high security associated with PIN debit, banks typically have been
able to issue PIN debit to the vast majority of their checking account holders.® As detailed more
fully below, the incidence of fraud on signature debit transactions has historically been
substantially higher than the incidence of fraud on PIN debit transactions.’

B. Early Growth of PIN Debit

6. The PIN debit networks worked with banks to promote the growth of debit in the

1970s and 1980s. By the early 1990s, roughly 15 years after PIN and signature debit

simultaneously launched, PIN debit accounted for more than 60 percent of all debit transactions.®

> Attachment 2 (Deposition testimony of Alex “Pete” Hart, MasterCard, Aug. 4, 1999) at 249-250.

¢ Attachment 3 (Maestro U.S.A., Inc. Board of Directors Agenda Item 13, Mar. 30, 1993, Debit Positioning
Strategy) at MD0367-0439 (“Because of its extensive issuance potential to 100% of an institution’s checking
account base, on-line [PIN] debit has the ability to maximize retail profitability and access to consumer deposit
accounts. MasterCard believes that the issuance capabilities of on-line POS debit coupled with its attractiveness to
the merchant community and its low-risk processing environment will make [on-line] POS debit a valuable payment
option.”).

7 Attachment 4 (Deposition testimony of George Jeffers, Huntington National Bank, Nov. 8, 1999) at 108 (“there
is an infinite amount of more risk involved with an off-line [signature debit] transaction than an on-line
transaction”); Attachment 5 (Deposition testimony of Arthur Kranzley, MasterCard, Feb. 22, 2000) at 61 (testifying
that one of the reasons that offline debit had very limited issuance potential in the U.S. in the early 1990s was
“because it worked on the MasterCard network, banks had to issue it carefully because of the exposure to risk of
fraud ...”); Attachment 6 (Deposition testimony of Linda Havenor, Visa, July 7, 1999) at 279 (testifying that
offline debit presents greater risk to the issuer and greater risk to the cardholder).

¥ In 1993, PIN and signature debit accounted for 61.3 percent and 38.7 percent, respectively, of total debit purchase
transactions in the United States. THE NILSON REPORT (ISSUE 564), Jan. 1994, at 6; THE NILSON REPORT (ISSUE
569), Apr. 1994, at 6-7.



Well into the 1990s, it was common for banks to link to numerous PIN debit networks.

7. To spread the availability of PIN debit, the PIN debit networks encouraged
merchants to accept their PIN debit cards. They did this, in part, by subsidizing the costs that
merchants incurred in installing PIN pads. In some situations, banks seeking to expand their PIN
debit networks paid merchants a small fee for each PIN debit transaction — a practice known as

2%

“negative,” “reverse,” or “issuer-paid” interchange. In most situations, however, the PIN debit
networks merely set interchange “at par,” offering no subsidy to either merchants or issuers. In
fact, at-par pricing was the prevailing norm in the industry throughout the 1980s into the early
1990s.

8. Given its advantages, PIN debit quickly gained a broad level of popularity. Its
popularity and reach were aided through the expansion of the regional PIN debit networks. Even
Visa recognized that PIN debit was poised to continue to grow, and that it threatened Visa’s core
business. In a June 1990 presentation to the Visa board, Visa’s consultant Andersen Consulting
predicted the ultimate “demise” of signature debit if PIN debit was “uncontained.” Andersen
also predicted that, if “uncontained,” PIN debit would maintain its at-par interchange structure
and thrive with that system.'

9. MasterCard also recognized the benefits of PIN debit, and planned to incorporate
a PIN debit-centered strategy under its rubric. In the early 1990s, MasterCard worked with 12
leading regional PIN debit networks to create Maestro, MasterCard’s PIN debit network. In his

October 1991 speech introducing Maestro, former MasterCard chief executive Pete Hart signaled

MasterCard’s belief that PIN (online) debit was a superior product to signature (offline) debit,

° Attachment 7 (Financial Impact of Direct Debit Evolution, Product Development and Marketing Committee,
Board of Directors, Visa U.S.A., Andersen Consulting, June 1990) at AND1018612.

19 7d. at AND1018585, AND1018612.



and one to which MasterCard was committed. He stated:

We believe ... in the very simplest of terms at MasterCard ... that debit card

should be an on-line business. ... So, we feel that an on-line system with positive

identification today, most probably — by virtue of PIN — is the way to provide

debit card services to virtually 100% of our deposit or transaction account

customers.''
Indeed, MasterCard, at this time, planned to eliminate its offline debit program once Maestro
gained acceptance.'

C. Signature Debit

10. In 1975, another form of debit card was launched into the market, a product that
came to be known as offline debit or signature debit. This form of debit “ran on the rails” of the
Visa and MasterCard credit card networks. Rather than using a secure PIN to authorize
transactions, this alternate debit system merely required a customer to authenticate his or her
identity with a signature. Moreover, rather than authorize, clear and settle transactions in a
single electronic message as PIN debit did, this system required two separate messages — the

first for authorization and a second to clear and settle transactions. This process created float

risks and additional costs for banks.

' Attachment 8 (MasterCard International, Pete Hart’s Speech, Oct. 3, 1991) at MD2308-0264-MD2308-0265.

12 Attachment 5 (Deposition testimony of Arthur Kranzley, MasterCard, Feb. 22, 2000) at 175-176 (“We saw, even
at this time, that Maestro would be our global debit program and that MasterCard [Signature] Debit would probably
be phased out as there is more and more acceptance for Maestro.”).

3 Id at 58-59 (“The on-line program to us had a number of advantages to the off-line program ... It also was a
PIN-based system so the cardholder was authenticated with each transaction. And the clearing and settlement
occurred with the transaction so there wasn’t any float or potential fraud like we had on the off-line system.”). See
also Attachment 9 (Deposition testimony of Linda Gage, Visa, Apr. 27, 1999) at 45 (“The more quickly a
transaction is settled, the fewer opportunities we have for disputes, for chargebacks, for fraud. So there is less cost
in the system.”); Attachment 10 (MasterCard Global Deposit Access and Maestro, New Ways to Pay, Oct. 30,
1996) at MD0972-0449 (“Online, real-time posting/clearing of funds virtually eliminates chargebacks; reduces costs
& risks™); Attachment 11 (Visa VCCII - Benefits to Merchants) at 1480653 (“Online, PIN-based transactions are
more secure than dual-message (offline), signature-based transactions. Merchants benefit from online processing
through lower fraud and chargeback rates. Visa’s support for online processing will expand usage and lower system
risk.”); Attachment 12 (Deposition testimony of Ronald Schmidt, Visa, Mar. 14, 2000) at 360 (“The off-line [debit
product] is a higher cost product to the issuer” than the online product.).



11.  Between its introduction in the 1970s and 1990, signature debit had limited
success. Because a signature-based system introduced risks that were not associated with PIN
debit, and because of the float of up to 14 days associated with the clearing and settlement
process, banks only issued signature debit to their most creditworthy customers. Given these
limitations, by 1990, signature debit cards were viewed as a niche product with, at best, a limited
future. By contrast, the prevailing view in the industry was that PIN debit would remain the
leading debit product in the United States. For example, according to one of Visa’s consultants,
if “uncontained,” PIN debit would reach “6 billion transactions annually.”'* PIN debit was
growing at an annual rate of over 40 percent, and Visa recognized it was poised to take off with
or without Visa’s participation."

D. High Positive Interchange Pushes the Market Toward Signature Debit

12. Visa saw that PIN debit, with its at-par pricing model, posed a threat to its
signature-based products, both debit and credit, and the interchange revenue that supported those
products. According to Andersen Consulting, Visa’s consultant, “there [was] a clear danger that
Visa Debit and Credit transactions [would] be preempted by the lower regional [PIN debit] mark.

This is ... [a] strong threat to Visa interchange income.”'®

The interchange income that Visa
thought was at risk was quite large — Andersen projected an annual reduction of $813 million."”

13. As a result, Visa launched strategies to increase the interchange charged by the

PIN debit networks and to push the debit market away from PIN debit and toward signature

" Attachment 7 (Financial Impact of Direct Debit Evolution, Product Development and Marketing Committee,
Board of Directors, Visa U.S.A., Andersen Consulting, June 1990) at AND1018585.

> Attachment 13 (Visa U.S.A. Inc. Special Meeting of the Board of Directors, Apr. 19, 1991) at 0024983.
' Attachment 14 (Visa U.S.A. Debit Services Strategy. June 1990) at AND1018571.

7" Attachment 7 (Financial Impact of Direct Debit Evolution, Product Development and Marketing Committee,
Board of Directors, Visa U.S.A., Andersen Consulting, June 1990) at AND1018611, AND1018616.



debit, notwithstanding its relative low levels of security. To make this happen, Visa leveraged its
“honor all cards” (“HAC”) rules that forced merchants accepting ubiquitous Visa credit card
transactions to accept Visa signature debit card transactions as well. The HAC rules ensured that
merchants accepted signature debit transactions at credit card-like interchange rates: no merchant
could refuse to accept Visa (or MasterCard) signature debit cards if it meant that they could no
longer accept Visa (or MasterCard) credit cards as well.'"® And without the high interchange
enabled by these rules, banks would not have had the incentive to issue signature debit and limit
the growth of PIN debit."”

14. Spurred by the credit card-style interchange associated with signature debit, after
years of languishing growth, Visa’s strategy began to motivate banks to issue the product in the
early 1990s. As issuance of signature debit took hold, banks that had previously issued debit
cards with the regional PIN debit marks on the front of the cards relegated those marks to the
back of the cards, while simultaneously adding the Visa (or, in some cases, MasterCard) logo to
the front of the cards.® Thus, cards that once only had PIN debit functionality, now had both
signature and PIN debit functionality, and the PIN debit component was deliberately obscured.

15. The success of Visa’s signature debit-oriented strategy forced MasterCard to

reverse course and parrot Visa, dealing another major blow to the growth of PIN debit. In March

¥ See, e. g., Attachment 15 (Deposition testimony of Stephen Hunter, Wal-Mart, Mar. 14, 2000) at 75-76
(testifying that because there is no ability for Wal-Mart to choose to accept credit without offline debit, Wal-Mart is
forced to accept offline debit cards: “The alternative is that we don’t take credit, which is not a reasonable
alternative.”).

19" See, e.g., Attachment 16 (MasterCard memorandum re: U.S. Debit Strategy, Oct. 20, 1994) at MD1287-0228
(“Given interchange fee and the broad acceptance of MasterCard and Visa, a bank can issue the [offline] debit
product and generate significant incremental revenue virtually overnight. This trend has not benefited MasterCard.
Initially having been positioned behind Maestro, we are now playing catch-up in off-line debit.”).

* See, e.g., Attachment 17 (Deposition testimony of Stephen Cole, Cash Station, Dec. 2, 1999) at 35-36 (the “vast
majority” of financial institutions issuing Cash Station cards issued them with the Cash Station logo on the front of
the cards, until the popularity of Visa’s and MasterCard’s signature debit cards increased, “at which time in most
cases the [Cash Station] logo was reverted to the back of the card™).



1994, MasterCard installed Gene Lockhart as CEO to replace Pete Hart, who had been
committed to pushing Maestro PIN debit as MasterCard’s lead debit strategy. After that time,
MasterCard followed Visa’s lead and pushed signature debit as its lead product, forcing
merchants with its HAC rule to accept MasterCard signature debit transactions at the same rates
they paid for MasterCard credit card transactions. In fact, these rates were the highest
interchange rates at the time in the debit market. After 1994, MasterCard allowed Maestro to
languish in the United States where it basically had no appreciable market share until very
recently.?!

16.  With both Visa and MasterCard using HAC rules to support high signature debit
interchange to compete for bank issuance, banks increasingly issued signature debit and took
steps to limit the growth of PIN debit. Bank issuance of signature debit exploded between 1993
and 1998.%? and many banks took steps to suppress PIN debit.” For example, some banks

charged consumers a fee for PIN debit and not signature debit.* These practices have continued

21 Attachment 18 (General Purpose Debit Card Market Purchase Volume Shares, 1995-2006) (reflecting a zero
PIN debit market share (in terms of volume) for Maestro from 1995-2006); see also Steven C. Salop et al.,
Economic Analysis of Debit Card Regulation Under Section 920, Oct. 27, 2010, at Exhibit 3 (PIN Debit Networks’
Share of Debit Market - 2009) (indicating a 2.7 percent PIN debit share for Maestro in 2009).

2 According to Visa, between 1994 and 1998, signature debit’s share of the debit market increased 25 percent
(from 41 to 66 percent) while PIN debit’s share decreased 25 percent (from 59 to 34 percent). Attachment 19
(Commerce Bank Deposit Access Products Update, Visa, July 15, 1999) at 1618020.

> Results of a 2002 survey “suggest[ed] that banks are in fact stepping up their promotions of signature-based debit
and/or instituting penalty fees on Pin-based debit. Fifteen of the 50 debit card issuers to whom we spoke, or 30%,
had some policy in place to discourage Pin-based debit.” Attachment 20 (“Concord EFS, Inc., Reducing Price
Target from $39 to $30 Based on Debit Card Survey Findings,” JMP Securities, July 24, 2002) at 2. Another 2002
survey of the-then top 250 debit card issuers found that approximately 20 percent “have instituted punitive policies
that charge consumers a fee for PIN-entry” or other incentive programs to steer customers to signature debit).
Attachment 21 (“Sign on the Dotted Line: Are PIN-Debit Expectations Too High?,” Jefferies & Company, June 4,
2002) at 4.

' See, e.g., Attachment 22 (PULSE Debit Issuer Survey: Cardholder Fees & Industry Outlook, Dove Consulting,
Aug. 2,2002) at 1, 7 (finding that 26 percent of the 50 financial institutions surveyed charge a PIN debit-only
penalty fee, averaging $0.50). According to Dove, imposing such penalties reduced online debit usage by 40
percent. Id. at 19. See also Attachment 23 (“NYPIRG Survey Finds ATMs are Always Taking Money From
Consumers,” New York Public Interest Research Group, Apr. 9, 2002) at 3 (finding that 57 percent of the
approximately 50 banks surveyed charge PIN debit penalty fees, averaging $0.89); Attachment 24 (“Debit-card

8



to this day. To cite two recent examples, Chevy Chase Bank (which was recently purchased by
Capital One) charges cardholders $0.50 for PIN debit transactions, whereas signature debit
transactions are free.”” Similarly, Connecticut-based Higher One, which specializes in financial
products for students, charges students $0.50 for PIN debit transactions, while charging nothing
for signature debit transactions.?

17.  Banks also use special promotions to encourage signature debit at the expense of
PIN debit.”” They adopt rewards programs such as air miles, cash rebates and prize sweepstakes
for which only signature debit transactions qualify, and PIN debit is excluded (e.g., “Skip the
PIN, Sign and Win!”**). For example, Wells Fargo, one of the largest debit issuers in the United
States, provides bonus rewards points on “Check Card” purchases, but only if the transaction is

completed via signature debit.” Regions Bank similarly offers cardholders a statement credit if

users Stuck with new PIN fees,” ConsumerReports.org, June 2002) at 1 (finding that 5 of the then-10 largest debit
card issuers charge PIN debit penalty fees, ranging from $0.25 to $1.50); Attachment 25 (“Issuers Add PIN Fee In
Hopes Of Getting More Signature Use,” ATM & Debit News, May 9, 2002) (finding that 11 of the 27 financial
institutions surveyed charge PIN debit penalty fees, ranging from $0.25 to $1.50).

> Attachment 26 (Chevy Chase Bank Schedule of Fees — Personal Accounts).

% Attachment 27 (Higher One website, “ Additional Fee-Based Services,”
https://ivcone. higheroneaccount.com/info/outadditionalfees.jsp) (“Instead of entering your Personal Identification
Number (PIN) at checkout, choose ‘credit’ and sign the receipt to avoid the PIN fee.”).

" Dove Consulting’s 2002 survey found that 56 percent of the banks it surveyed sponsor offline-only promotions.
Attachment 22 (PULSE Debit Issuer Survey: Cardholder Fees & Industry Outlook, Dove Consulting, Aug. 2, 2002)
at 24.

% Attachment 28 (“Commerce Bank Launches Skip the PIN, Sign and Win Sweepstakes for Third Consecutive
Year,” Business Wire, Apr. 9, 2002); see also Attachment 29 (CDC Federal Credit Union website, “Skip the Pin
and win $500 cash!*,” http://www.cdcfcu.com/asp/general_19.asp) (“From now until October 31, 2010, use your
CDC FCU VISA debit card to make purchases, select ‘credit’ and sign to authenticate. If you are immediately
prompted for your PIN, select ‘cancel’ and choose ‘credit’ to sign for your purchase. By doing this, you will be
automatically entered into our Skip the Pin and Win contest!”); Attachment 30 (First National Bank Texas website,
“Skip the Pin Sign & Win Sweepstakes ...,” http://www.1stnb.com/en/specials/sweepstakes/sweepswinners.php).

# Attachment 31 (Wells Fargo website, “How do Wells Fargo Check Cards work?,”
https://www.wellsfargo.com/checkcard/manage/howitworks) (“You must press the ‘Credit’ button and sign for your
purchases if you wish to earn rewards points in one of the optional Rewards programs.”). See also Attachment 32
(JPMorgan Chase website, “Chase Debit Cards — Chase Continental Airlines Debit Card,”
https://www.chase.com/index.jsp?pg_name=ccpmapp/individuals/debit_cards/page/continental _airlines)
(“Qualifying purchases [for Chase Continental Airlines miles] include all debit card purchases made without using a
PIN. ... If asked ‘Debit or Credit,” always select ‘CREDIT’ and sign for the purchase.”); Attachment 33 (US Bank

9



they make a certain number of signature debit transactions.”® Many banks instruct cardholders to
always sign for their debit purchases or press the “Credit” button to make a signature debit
transaction at the merchant terminal.>!

18. JPMorgan Chase recently went so far as to encourage consumers (in a customer

mailer) to avoid PIN debit because “you won’t have to enter your PIN in public,”*

even though
the fraud associated with shoulder surfing (when someone steals your PIN by looking over your
shoulder) pales in comparison to the fraud risks associated with signature debit. John Fennell, an
executive of New York Community Bank, explained the $1.50 charge assessed by his bank for
each PIN debit transaction: “We are trying to encourage people to use debit cards the way they
are supposed to be used, not with a PIN .... We want everybody to use them as credit cards.””
19. Signature debit also has managed to completely monopolize Internet transactions,

even though its lack of security over the Internet creates serious issues, and even though 79

percent of consumers surveyed in 2009 by Javelin Strategy & Research said that they would feel

website, “Check Card FAQs,” http://www.usbank.com/en/checkcards/questions.cfm) (“Only non-PIN transactions
earn rewards and are protected by the U.S. Bank Zero Liability Policy.”); Attachment 34 (USAA Bank website,
“Free Checking,” https://www.usaa.com/inet/ent_utils/McStaticPages?key=no_fee checking main) (“Select ‘credit’
at checkout; PIN-based purchases do not earn points.”); Attachment 35 (Citibank website, “Citibank®/
AAdvantage® Debit Card,” https://online.citibank.com/US/JRS/pands/detail. do?ID=A AdvantageCard) (“To earn
AAdvantage® miles, you must press Credit when making purchases.”).

3 Attachment 36 (Regions Bank mailer).

1 Attachment 37 (Bank Atlantic website, “Debit/ ATM Card FAQs,” hitp://www .bankatlantic.com/F AQ/Debit-
ATMCardFAQs/default.html#q07) (“At merchants that accept Debit MasterCard, you should always press
‘CREDIT’.”); Attachment 38 (B&K Bank website, “Debit & Credit Cards,” https://www bkbank.com/personal-
cards.htm) (“Always select ‘CREDIT’ and SIGN: It’s the best practice for debit use.”); Attachment 39 (First
American Bank website, “Debit/ ATM Card FAQs,” https://www.fabt.com/FAQ-debit-atm. html#6) (“You should
always press ‘CREDIT’ at any merchant that accepts our Visa Debit card.”).

32 Attachment 40 (“Counterintuitive Pitch for Higher-Fee Debit Category: JPMorgan Chase tells customers
signatures are safer than PINs,” AMERICAN BANKER, Apr. 21, 2010).

> Attachment 41 (Heike Wipperfurth, “Banks Sock NYers with Debit Fees: More Institutions Quietly Charge for
PIN-based Buys; No End in Sight,” CRAIN’S N.Y. Bus., May 20, 2002). See also Attachment 42 (First Union
CheckCard Two Year Risk Assessment) at 6 (“First Union is combating the growth of on-line [debit] in several
ways ... The strategy is to build a preference for always signing the receipt versus entering a PIN.”).
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more comfortable using a PIN for their Internet purchases.*® In the past decade, several attempts
have been made to bring PIN debit to the Internet in the U.S., and none of them have gained
traction because the banks have wanted to protect the card-not-present interchange rates they get
from signature debit transactions over the web. Examples include Acculynk, which is currently
struggling to get traction, HomeATM, and PIN-equivalent systems such as NACHA’s Secure
Vault Payments, which redirect the consumer’s browser to his/her online bank for authentication
and authorization. After zero liability was implemented in 2000, consumers could repudiate
Internet transactions with impunity and shift the cost of those transactions — “friendly fraud” to
the industry — onto the merchant. In fact, some estimates assert that as many as 66 percent of
the chargebacks that merchants suffer for card-not-present transactions involve situations in
which the transaction was valid and properly processed, but was either made by a family member
or friend without permission or knowledge, or was simply rejected by the cardholder who
changed his/her mind or who set out to game the system. Based on zero liability, signature debit
has been marketed to consumers as having better “protection” than PIN debit, where the
cardholder is responsible for the transaction (except in cases of merchant fraud or non-

37
performance).

' Attachment 43 (“Pulse Introduces PIN Debit for E-commerce Transactions,” News Release, July 14, 2010,
http://www.acculynk.com/us/press/PULSE%20Internet%20PIN%20Debit%20News%20Release.pdf).

%> The Interac PIN debit system in Canada uses a process similar to Secure Vault to facilitate direct debit
transactions over the Internet.

*® Visa and MasterCard initially adopted limitations on consumer liability in 1997, whereby consumer responsibility
for losses related to offline debit fraud was zero only if the consumer reported the loss within two days of discovery,
and $50 if the loss was reported after two days. Beginning in 2000, Visa and MasterCard changed that liability to
zero, regardless of when the consumer reported the fraud.

7 Regulation E, 12 CFR 205.6, governs cardholder liability on PIN-based debit transactions.
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20.  With PIN-based alternatives suppressed, Visa reported in 2005 that Visa signature
debit card transactions exceeded Visa credit card transactions over the Internet.”®

21. These tactics have succeeded over the years in limiting the growth of PIN debit.
In 1993, when Visa and MasterCard began promoting their signature debit programs, PIN debit
accounted for roughly 60 percent of all debit transactions. By 1998, signature debit accounted
for roughly 60 percent of debit transactions, almost precisely the mirror image of five years
earlier® Andin 2001, Visa had a 78 percent share of the signature debit segment, and a 56
percent share of the market as a whole.** Today, signature debit is still the leading form of debit
in the United States, and Visa’s share of debit is now 66 percent.*!

E. The Convergence of Signature and PIN Debit Interchange Rates

22.  Visa also set out to drive up PIN debit interchange under the higher signature
debit interchange umbrella that prevailed. First, in 1991, Visa bought one of the leading PIN
debit networks, Interlink, which at the time accounted for almost 60 percent of all PIN debit
transactions, and about 31 percent of all point of sale debit transactions.”> Immediately upon

making that purchase, Visa increased Interlink debit interchange from at-par to 45 basis points.

¥ Attachment 44 (“Visa Reports That Debit Transactions Exceed Credit Volume On The Web,” ATM & Debit
News, July 14, 2005).

%% See Steven C. Salop et al., Economic Analysis of Debit Card Regulation Under Section 920, Oct. 27, 2010, at
Exhibit 6 (Relative Share of PIN and Signature Debit - 1991-2009). Also, in 1998, Visa introduced a new product,
Visa Check Card II, which provided both PIN debit and signature debit options. While issuance of the card was
minimal, and has all but disappeared today, it charged exorbitant interchange fees. This high interchange led to
significant price increases by the regional PIN debit networks. As one Visa strategy document made clear, this is
exactly what Visa planned: “Pricing to protect ‘the floor.” Defending value of on-line transaction. ... Even if product
is never successful, ‘you have earned your spurs’ (regional networks will increase cost).” Attachment 45 (Visa
handwritten notes) at 1625777. These PIN debit price increases diminished merchants’ incentives to install PIN
pads, thus helping to further entrench signature debit.

0" Attachment 18 (General Purpose Debit Card Market Purchase Volume Shares, 1995-2006).

1 See Steven C. Salop et al., Economic Analysis of Debit Card Regulation Under Section 920, Oct. 27, 2010, at
Exhibit 2 (Debit Card Market Shares Based on Purchase Transactions and Dollar Volumes - 2009) (In 2009,
signature debit accounted for 67 percent of total debit transactions, while Visa debit (signature and Interlink
combined) accounted for 66 percent of total debit transactions).

2 THE NILSON REPORT (ISSUE 523), May 1992, at 4-5; THE NILSON REPORT (ISSUE 525), June 1992, at 8.

12



This change was unprecedented; at the time, all of the competing PIN debit networks either were
at par or had reverse interchange.*

23. Throughout the 1990s, Visa kept Interlink’s rates higher than those of any other
PIN debit network.* Then, beginning in 1999, Visa began raising those rates even higher to
close the gap between PIN and signature debit rates. For small non-supermarkets,* Visa raised
Interlink rates in 1999, 2002, 2005, 2009 and 2010. In each instance, the price increase rendered
Interlink as the highest-priced PIN debit network, and the 2010 increase converged Interlink with
signature debit rates. Visa raised the Interlink rates charged to the largest non-supermarket
merchants in 1999, 2005 and 2010, and each increase rendered Interlink the highest-priced PIN
debit network. The same can be said about Interlink’s supermarket rates. For small
supermarkets, Interlink raised its rates in 1999, 2002, 2005, 2008 and 2010. Each increase left
Interlink as the highest-priced PIN debit network, and the 2010 increase converged Interlink and
signature debit rates. Interlink rates charged to the largest supermarkets were increased in 1999,
2002, 2005 and 2010. Interlink’s rates charged to the largest supermarkets are currently higher
than comparable rates set by the competing PIN debit networks.*

24.  Competing PIN debit networks raised their interchange rates under the umbrella

created by Visa in order to retain the business of issuers. Merchants had little choice but to

* Attachment 46 (PIN Debit Network Interchange Fees, 1992 to 1999).

* Attachment 47 (Visa document entitled “POS Debit Market 1992-2000") at 1571729 (referencing “Interlink’s
higher interchange” relative to “Non-Interlink™ PIN debit networks for 1991-1997).

> According to Interlink’s 2010 interchange fee schedule, small merchants are defined as any merchant whose
Interlink volume was less than 17.5 million transactions or $650 million in the 12-month period ending September
30, 2009. These small merchants pay the Interlink “Standard” interchange fee rate. According to the same fee
schedule, the largest merchants are defined as any merchant whose Interlink volume was greater than 88 million
transactions and $4 billion in the 12-month period ending September 30, 2009. These largest merchants pay the
Interlink “Tier 1” interchange fee rate.

% See Steven C. Salop et al., Economic Analysis of Debit Card Regulation Under Section 920, Oct. 27, 2010, at
Exhibit 1a-1d (Interchange Fee For Selected Debit Networks, 1990-2010).
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accept these price increases because if they refused to accept Interlink or its competitors in the
PIN debit segment, the transaction would default to the more expensive signature debit
product.*’” These price increases resulted in a market-wide effective interchange increase of 234
percent between 1998 and 2006.* And since 2006, PIN debit interchange fees have continued to
increase dramatically. By 2010, for many retail categories, signature and PIN debit interchange
rates were virtually the same.*

25.  Visa was able to drive this movement to increase PIN debit interchange rates, in
large part, because of its ability to enter into exclusive and near-exclusive issuance deals with
banks that resulted in a large percentage of debit cards in the marketplace bearing Interlink as the
only PIN debit option. By 2004, Visa had exclusive (or near-exclusive) debit deals with virtually
all of the major debit issuing banks, totaling hundreds of banks.” These deals both expressly
obligated banks to issue all of their signature debit cards as Visa cards and effectively obligated
banks to route all or most of their PIN debit transactions over Visa’s Interlink network. To
entice banks to issue Interlink on an exclusive (or near-exclusive) basis, Visa offered banks large
volume-based rebates from the fees and assessments that these issuers paid Visa as well as

substantial upfront “marketing” payments.

" In September 2001, a handful of merchants, including Wal-Mart, Publix Supermarkets, Walgreens and Racetrac
Petroleum, publicly announced their intention to drop Interlink to counter a price increase it was planning to
implement the following month. As a result, Interlink delayed its price increase until March 2002. This is the only
example of merchant resistance to the huge increases in online debit interchange rates in the past two decades that 1
can recall. And all of those merchants continue to accept Interlink, notwithstanding its ongoing rate increases.

% Attachment 48 (Weighted Average PIN Debit Interchange Fees, 1998-2006).

¥ See Steven C. Salop et al., Economic Analysis of Debit Card Regulation Under Section 920, Oct. 27, 2010, at
Exhibit 1a-1d (Interchange Fee For Selected Debit Networks, 1990-2010).

0 Attachment 49 (United States v. Visa U.S.A. Inc., No. 98 Civ. 7076 (BSJ), 2007 WL 1741885, at *1 (S.D.N.Y.
June 15, 2007)) (“By early 2004, Visa [who at the time commanded 80% of the offline debit market] had renewed
long-term contracts with most of its member banks, essentially locking up 89% of the volume of its top 100 debit
issuers.”). Many of these deals were broad-based dedication agreements that covered both credit cards and debit
cards.
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26. This strategy changed the debit market between 2001 and 2006. During this time
frame, Visa entered into exclusive or near-exclusive deals with numerous large issuers.”’ In
2001, Interlink’s share of PIN debit was 10 percent, smaller than STAR’s 55 percent.”*> By 2006,
after Visa had entered into exclusive or quasi-exclusive deals with a number of major banks,
Interlink’s 39-percent share exceeded STAR’s 32-percent share.”®> At the same time, with
Interlink as the leading PIN debit network (accounting for nearly 40 percent of PIN debit
volume), Visa’s share of the total debit market had increased to 63 percent.>*

27. The proliferation of deals that resulted in Interlink being the exclusive or primary
PIN debit network option on many debit cards has enhanced and cemented Visa’s ability to
increase PIN debit pricing without losing merchant acceptance. With other PIN debit marks
removed, merchants have little or no choice but to accept whatever price Interlink forces them to
pay. They cannot route transactions to a cheaper PIN debit network. And if they reject Interlink,
they will merely move the transaction to Visa’s even more expensive signature debit network.

28. Today, Interlink is by far the leading PIN debit network.” The extent to which it
dominates the market is apparent from the merchant data that has been collected for this
submission. That data shows that large merchants with sophisticated programs that route PIN

transactions away from Interlink in virtually all cases still receive approximately 42 percent of

their debit volume as Interlink transactions. Given the sophistication of this steering program,

1 Attachment 49 (United States v. Visa U.S.A. Inc., 2007 WL 1741885) at *1.

2 Attachment 18 (General Purpose Debit Card Market Purchase Volume Shares, 1995-2006).
> 1d

> Id

> See Steven C. Salop et al., Economic Analysis of Debit Card Regulation Under Section 920, Oct. 27, 2010, at
Exhibit 3 (PIN Debit Networks’ Share of Debit Market - 2009) (indicating that Interlink’s 13.8 percent share (in
terms of transactions) of total debit in 2009 was greater than the combined debit share of the next three-largest PIN
debit networks (STAR — 6.1 percent, PULSE — 4.2 percent, and Maestro — 2.4 percent)).
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this result can be treated as a proxy for the percentage of PIN-capable debit cards that bear only
Interlink functionality. This shows that hundreds of millions of debit cards in the market today
have no PIN debit alternative to Interlink. As such, roughly 56 percent of Visa signature debit
cards bear only Interlink as the PIN debit option on the card.>

III. DISCUSSION OF INDUSTRY FACTS RELEVANT TO RULEMAKINGS

A. Banks Will Continue to Issue Debit Cards in a Mature Market Without
Interchange

i Banks Make Money on Debit Cards Without Interchange
29.  Debit cards are a core convenience that banks provide to consumers. Many
bankers view the debit card as an access device with the demand deposit account (“DDA”) being
the true product.”” Without interchange, debit cards provide numerous benefits to banks that will
continue to justify their issuance post-regulation. These benefits include: (i) displacing more
costly cash and check transactions;’® (ii) motivating cardholders to maintain greater balances,

which banks can then lend;™ and (iii) helping the bank to cross-sell other lucrative services such

> 1t is also worth noting that approximately 13 percent of debit cards bear only PIN debit functionality and 7
percent are signature-only, with the latter cards concentrated in the Midwest, particularly Minnesota.

7 See, e.g., Attachment 17 (Deposition testimony of Stephen Cole, Cash Station, Dec. 2, 1999) at 159 (Financial
institutions view “[t]he credit card [as] a product unto itself; a debit card is generally not viewed that way. It is an
access device to another set of products ....”).

¥ Attachment 22 (PULSE Debit Issuer Survey: Cardholder Fees & Industry Outlook, Dove Consulting, Aug. 2,
2002) at 27 (“Our philosophy around PIN debit is that, even without making money off of it, it saves us money
because it’s one less check that we need to process.”); Attachment 50 (Deposition testimony of Dale Dooley,
Shazam, Inc., Sept. 22, 1999) at 85-86 (testifying that from the beginning, banks wanted to utilize online debit cards
to eliminate the expense of paper checks, i.e., “to begin working towards an electronic delivery system to eliminate
the need to process paper and courier those checks around”); Attachment 51 (Visa Deposit Access Products, Nov.
1995) at 0740771 (“shifting even only a small percentage of these cash and check payments to deposit access cards
adds up to a very large opportunity in terms of potential transactions™).

> Attachment 5 (Deposition testimony of Arthur Kranzley, MasterCard, Feb. 22, 2000) at 77-78 (testifying that the
prevailing view of U.S. banks in the early 1990s was that online debit would increase “the revenues associated with
the account” by encouraging account retention, attracting new accounts, increasing account usage, and motivating
consumers to maintain higher checking account balances).
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as credit cards, mortgages and home equity lines of credit.®’ It is worth noting that DDAs
constitute a major portion of the profitability in retail banking, with some consultants estimating
that 87-90 percent of bank profits are derived from this core relationship.®!

30.  Moreover, debit cards enhance the “stickiness” of the cardholder’s relationship
with his or her bank. As Visa stated in a circular on its debit program, debit cards “[s]trengthen
the checking account relationship ... [by] enhanc[ing] the value of checking account services by

7?2 Once consumers use their debit cards

building customer loyalty and protecting core deposits.
with regularity, the frequent interactions with their banks open up cross-selling opportunities that
dramatically reduce the typically-high cost (e.g., $125 for credit cards) of acquiring new
customers.

31 I anticipate that the banks would argue that interchange in some form is necessary

to give them incentives to issue debit cards. This is false and it is belied by statements that

bankers and payment card executives have made over the years.”’ I have reviewed testimony

¢ Attachment 52 (Deposition testimony of John P. Danforth, Ph.D., Visa expert, May 5, 2000) at 332-333 (“[T]he
availability of debit cards, off-line debit cards, in [financial institutions’] product arsenal has enhanced their ability
to deepen relationships with their customers and to attract new customers ... to give them multiple service offerings
and to increase the likelihood that the customer will retain the relationship with that institution over a prolonged
period of time. ... I’ve seen instances where bankers have attempted to cross-sell a wide range of services, including
mortgage loans, consumer loans, lines of credit, off-line debit cards, brokerage services.”); Attachment 53 (Visa
memorandum from Bill Stewart to Sandy English re: “Merchant Issues Surrounding Debit Cards,” Apr. 25, 1997) at
1153385 (stating that “[t]he debit card is meant to enhance an established relationship with a DDA customer™).

®' Data from First Manhattan Consulting Group (among drivers of consumer profits, 87 percent derives from core
deposits (checking, savings, MMDA, CDs); among drivers of small business profits, 90 percent derives from core
deposits); see also Attachment 54 (MasterCard memorandum from Jason L. Rodgers to Brantley Orrell re: “Car
Rental Debit Acceptance,” Mar. 3, 1997) at MD1060-0601 (stating that banks will “increase DDA accounts by
almost any means. Not to issue a debit card on request would be contrary to their mission.”).

62 Attachment 55 (“The Strength & Growth of Check Cards: A Client Perspective,” Visa Advertising Supplement
to American Banker) at 0496044, see also Attachment 5 (Deposition testimony of Arthur Kranzley, MasterCard,
Feb. 22, 2000) at 270-271 (“Banks were very interested in building customer loyalty to their deposit accounts],] in
acquiring new customers for their accounts and retaining their customers longer which increases profitability
because the longer you retain a customer, the more profitable.”).

% 1t is worth noting that even TCF Financial Bank, which has filed a lawsuit complaining about the potential for the
regulations to result in “below-cost pricing,” admitted on an analyst call that it will continue to issue debit cards
post-regulation regardless of what interchange rates it is permitted under the regulations to recover.
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from the public Visa Check record and note the following testimony that conflicts with the
positions that bankers are taking today:

e “Point of sale debit cards would be issued because, if nothing else, for the reason they
were originally issued. They were issued as ATM cards. Again, it’s not about —
certainly initially it was, and I believe still primarily remains, that it’s about an
access, providing remote access, convenient access to the consumer’s account, not
driven primarily by the revenues associated with the card.”®*

e “Interchange was a component of revenue for [a bank’s] point of sale debit program,
but the majority of the profitability was based on the use of the account.”®

o “[T]here is more to issuing a product to a customer than just a particular return on a
particular product and as I believe I stated earlier, that this added convenience and
value to our overall debit card and our DDA account by giving customers access to
merchants.”®®

e “Iview the customer relationship, and gaining a greater share of it, as the primary
driver of profitability. Therefore, I believe you should view adding functionality to
the debit card in the context of what it means to deepen the bank’s relationship with
the customer. ... [and] if you want to pump up your profits, do a better job of tying
your debit card strategy to your overall retail marketing approach.”®’

il. Debit Cards Displace More Expensive Check and. Cash Transactions

32.  Lastly, debit cards replace cash and check transactions that are more costly to the

issuer.®® For example, a 2002 PULSE issuer survey disclosed that all of the issuers surveyed

¢t Attachment 56 (Deposition testimony of Steven VanFleet, MasterCard, Nov. 24, 1999) at 394.

% Attachment 5 (Deposition testimony of Arthur Kranzley, MasterCard, Feb. 22, 2000) at 272; see also id. at 77-
78 (testifying that the prevailing view of U.S. banks in the early 1990s was that online debit would increase “the
revenues associated with the account” by encouraging account retention, attracting new accounts, increasing account
usage, and motivating consumers to maintain higher checking account balances).

% Attachment 57 (Deposition testimony of Thomas Sladowski, Chase Manhattan Bank, Jan. 28, 2000) at 154.

7 Attachment 58 (Expert Report of Kenneth J. Morrison, Apr. 4, 2000, In re Visa Check/MasterMoney Antitrust
Litigation, No. 96-CV-5238 (ED.N.Y.) (J. Gleeson)) at 9 29 (citing statement of Robert Hill, Mellon Bank).

% Attachment 59 (Statement of Russell W. Schrader, Senior Counsel and Vice President, Visa U.S.A. Inc.,
Hearing on Debit Card Issues, Subcommittee on Financial Institutions and Consumer Credit Committee on Banking
and Financial Services, Sept. 24 1997) at 2 (“Consumers are attracted to Visa debit cards as a replacement for cash
and checks.”); Attachment 60 (Untitled Visa document) at 0468600 (“Check Cards Are Used to Displace Cash and
Checks™); Attachment 61 (Letter from Susan B. Forman, Visa Director of Corporate Communications, to Kristen
Strand, May 1, 1997) at 0331563 (“Debit cards are not meant to replace credit cards, but to serve as a convenient
and secure new payment alternative to cash and checks.”); Attachment 62 (S.J. Diamond, “For What it’s Worth:
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expressed a preference for debit card transactions over checks.”
B. Debit Card Issuer Costs
i General Costs Versus Authorization, Clearing and Settlement Costs

33. The costs that can be most easily identified for virtually all issuers are the costs of
authorizing, clearing and settling debit cards transactions. Authorization is the process of
confirming, by electronic message, whether the cardholder has sufficient funds to pay for the
purchase. Clearing involves delivering final transaction data that the issuers can post to the
cardholders account, and calculating the fees and charges that should apply to issuers and
acquirers. Settlement involves the final calculation of the net financial position of issuers and
acquirers. With PIN debit, all of this is accomplished in a single message whereas, with
signature debit, this process is split into two messages: the first message concerns the
authorization and the second clears and settles the transaction.

34. These processing costs are well known in the industry, as processing is the
backbone of the industry and the costs have declined significantly over time. Moreover, these
costs do not vary significantly by issuer, as significant economies of scale are reached by most of
the debit card issuers, particularly those that have more than $10 billion in assets.

35. The incremental cost of authorizing PIN debit transactions (with automatic
clearing and settlement in a single message) was approximately $0.0033 in 2004.” The

incremental cost of authorizing, clearing and settling dual-message signature debit transactions

Debit Cards Pay Off — And Do it Really Fast,” Los ANGELES TIMES, Apr. 22, 1985) (debit cards are “more ‘cost
efficient’ (i.¢., cheaper) than tellers or check processing.”).

% Attachment 22 (PULSE Debit Issuer Survey: Cardholder Fees & Industry Outlook, Dove Consulting, Aug. 2.
2002) at 27.

" First Annapolis Consulting, “STAR CHEK® Direct Product Overview” Prepared for First Data, June 22, 2004, at
25.
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was approximately $0.0136 in 2007.”" Both sources for these costs refer to other “card
processing costs” related to the transactions, but the amounts indicated are likely limited to the
pure costs of authorization, clearing and settlement that are experienced by issuers.

36. Other sources corroborate these figures. For example, First Data processes an
estimated 55 percent of signature debit transactions in the United States. At its scale, it typically
charges larger clients no more than a penny for authorization and no more than slightly over a
penny for clearing and settlement. Assuming a gross margin of 30 percent, that would put the
marginal cost of a signature debit transaction at $0.015.

37. The incremental cost of ACH debit also is about $0.023."

il. The Remaining Costs of Debit Card Issuance Are Subject to Wide Variations
in Reporting and Cost Allocations

38. As noted above, aside from authorization, clearing and settlement, debit card
issuers incur the following costs:
e Network connectivity: the costs of connecting to various networks;

e Network fees and assessments: the fees and assessments charged by the networks that
issuers participate in;

e Fraud processing and monitoring: the costs of fraud processing and monitoring,
including transaction-based risk management and fraud detection expenses associated
with fraud monitoring systems, such as neural networks, and risk management
expenses such as lost/stolen reporting costs;

e Back-office support: the costs of claims handling, adjustments, disputes and
chargeback processing;

e Customer service and card services: the costs of customer support from call centers,
and expenses for card issuance, production and fulfillment;

! First Annapolis POS Debit Issuer Cost Study Comprehensive Report, Oct. 23, 2007, at 26, 28. This is consistent
with the fact that the First Annapolis survey shows that, on a total cost basis, PIN debit costs are 50 percent lower
than signature debit costs. /d. at 23.

2 Attachment 63 (Global Concepts Inc., “A Prognosis & Prescription for the ACH Business,” NACHA Payments
2006, May 9, 2006) at 10.
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e Net losses: the costs of all losses charged off by the bank for fraud, chargebacks and
bad “credit” for signature debit issuers; and

e Compliance: the costs of complying with legal and regulatory regimes related to
issuers’ programs, including network and PCI DSS compliance.”

39. Some of these costs, including network fees and assessments, can be readily
isolated and tracked with some accuracy. Certain other costs are fixed costs, including back-
office costs, customer service costs and compliance costs. The remaining costs that issuers
typically incur are rife with potential reporting inaccuracies related to cost accounting and
allocation systems that vary widely by issuer. And some of them reflect inefficiencies that
signature debit issuers, which predominately outsource the processing of these transactions, have
been willing to incur, in large part, because of the high interchange and overdraft fees they
receive on those programs that have substantially exceeded the excessive costs that some of these
programs incur.

40.  Fraud processing and monitoring costs, particularly for signature debit issuers,
cannot be isolated without a rigorous allocation that differentiates between the costs properly
allocable to signature debit versus credit for issuers that issue both products.” These costs vary
widely by bank. In this regard, fraud prevention technology, such as neural networks that are
used to identify potentially suspicious transactions, normally operate on both signature debit and
credit card transactions. Because fraud on credit cards is usually higher than fraud on signature

debit cards, this differential must be taken into account with the allocation.”” Moreover, these

> Rewards and marketing support costs are not included in this list.

" Many of the largest debit issuers, including JPMorgan Chase, Bank of America, Wells Fargo and US Bank, issue
both credit and debit cards.

7> Network connectivity costs for many banks also should be allocated between credit card and signature debit for
issuers that issue both and for PIN debit and ATM functionality.
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costs can vary considerably by bank, especially because the underwriting decisions of banks vary
widely and can influence the need for fraud prevention investments as well as the application of
business rules, which are discussed below. As First Annapolis observed in its 2007 study of
debit issuer costs, there is “[g]reat variability in both signature and PIN costs ... among the

7 Notably, First Annapolis observed that “PIN-POS debit costs are lower than

participants.
signature debit for every survey participant and by an average of 102%.””’

41. As for the inefficiencies that many signature debit issuers incur, signature debit
issuers often outsource their processing and pay high fees for that service. Those fees include
services connected to account holds and overdrafts (issues created by the float risks of signature
debit), as well as practices discussed below that enhance those risks to generate profits via
overdraft fees for banks. Moreover, these costs almost certainly include additional services, such
as chargebacks and other service costs that are significantly more expensive than those costs are
with PIN debit.

42, With PIN debit, issuers usually decline authorization requests if the cardholder
has insufficient funds in his or her DDA.

43. With signature debit, however, because those transactions often take 1-3 days to
clear and settle for most transactions (as recently as 2005, 77 percent of Visa signature debit
transactions took up to 2 or 3 days to complete),” there is an inherent risk that some transactions

will result in overdrafts. This risk is enhanced by the fact that cardholders typically do not

understand that their accounts are not reduced immediately for signature debit transactions.

’® First Annapolis POS Debit Issuer Cost Study Comprehensive Report, Oct. 23, 2007, at 31.
77
1d.

’® Attachment 64 (Adam Frisch and Stephen Stout, “Visa 101: Overview of a Payments Company,” UBS
Investment Research, June 15, 2005) at 50, 52.
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44. Some issuers receive training from outsourcers on how to manipulate their DDA
debit posting process in order to maximize the potential for obtaining overdraft fees — e.g., by
clearing larger transactions such as mortgage payments earlier in the day, or by bunching smaller
transactions at the end of the day, leaving cardholders little or no opportunity to replenish their
accounts. One top-40 bank (in terms of assets) manipulated its DDA debit posting over a six-
month period, increasing overdrafts from 48 percent of total signature debit revenue to more than
66 percent.” FDIC banks generate 41 percent of their overdrafts from debit cards.* Bank of
America recently reported that 60 percent of its DDA overdrafts were the result of signature
debit activity.®' Ihave estimated that overdrafts comprise as much as 50 percent of industry
signature debit revenue — in effect as much as interchange. More importantly, studies have
shown that bank gross margins on overdrafts are 94 percent.*

45. I have seen statements by banks in public filings about their anticipated
interchange post-regulation. From these statements, one can estimate the costs that these banks
think they will be permitted to recover as interchange after the regulations go into effect.
According to Bank of America’s pronouncements, it believes it likely will be able to recover
between $0.10-$0.18 under the regulations.*> Those costs are obviously not limited to the
processing costs associated with authorization, clearing and settlement. They likely include

additional costs, including network connections and fees, fraud prevention and risk management

7 Signature Debit NSF Analysis, Bank Client of BetterBuyDesign.

8 Attachment 65 (Kathy Chu, “Bank of America to deny debit card overdrafts,” USA TobAY, Mar. 10, 2010,
http://www.usatoday .com/money/industries/banking/2010-03-10-bankoverdraft10_ST N.htm).

81 Attachment 66 (Andrew Martin, “Bank of America to End Debit Overdraft Fees, THE NEW YORK TIMES, Mar. 9,
2010, http://www.nytimes.com/2010/03/10/your-money/credit-and-debit-cards/10overdraft.html).

82 According to data from Celent.

¥ Attachment 67 (Bank of America Investor Fact Book, Mid Year 2010, http:/phx.corporate-
ir.net/External File?item=UGFyZW50SUQINjI0M;jd8Q2hpbGRIRDOtMX xUeXBIPTM=&t=1) at p. 45.
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costs, card production and operation costs, DDA posting and NSF decisioning and customer
service expenses (mostly related to signature debit chargeback costs). TCF, for its part, predicts
that the interchange fee it can recover will be 26 basis points.** Once again, this implies a view
that it will recover costs well in excess of authorization, clearing and settlement, including all of
the categories that Bank of America apparently believes it will recover.
C. Industry Data on Fraud
i Merchants Bear a Substantial Portion of the Fraud Costs

46. In a 2010 analysis of fraud in the payments business, Rick Sullivan of the Federal
Reserve Bank of Kansas City concluded that issuers bear 59 percent of fraud costs, with
merchants picking up the remaining 41 percent.®> According to Sullivan’s analysis, issuers lost
slightly more than $2 billion in fraud losses in 2006 and merchants lost $1.4 billion. Notably,
this analysis was not limited to debit card fraud, although his appendix provides data sufficient to
determine that issuer and merchant fraud losses for debit card transactions at the point of sale
and over the Internet were about equal in 2006.% While the Sullivan paper provides a good
threshold discussion of the issues associated with fraud, it provides only a first step towards
understanding the relative burdens that issuers and merchants bear with respect to fraud in the

U.S. payment system. As Sullivan acknowledges, because the data are incomplete, the Sullivan

¥ Attachment 68 (TCF National Bank v. Bernanke, No. 10-4149 (D.S.D. filed Oct. 12, 2010)) at 9 101.

8> Attachment 69 (Richard J. Sullivan, 7he Changing Nature of U.S. Card Payment Fraud: Industry and Public
Policy Options, Federal Reserve Bank of Kansas City, Economic Review, Second Quarter 2010,
http://www kansascityfed.org/Publicat/Econrev/pdf/10g2 Sullivan.pdf) at 112-113.

% According to the appendix, issuers incurred debit card fraud losses of $365 million, which was comprised of $336
million in signature debit losses and $28 million in PIN debit losses. The appendix calculates that merchants
incurred debit card fraud losses of $233 million for card-present transactions, but it does not report a separate
measure of debit card fraud losses for card-not-present (i.e., Internet) transactions — rather it reports a combined
debit card and credit card fraud loss of $900 million for card-not-present transactions. If just 16 percent of these
combined losses were attributable to signature debit, a metric that is less than signature debit’s general percentage of
the overall volumes, then merchants and issuers would have incurred identical losses ($365 million) for debit card
transactions in 2000.
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paper did not fully account for the massive and soaring costs of PCI DSS compliance and
liability for merchants and, therefore, it likely understates the extent to which merchants bear the
costs of fraud in the U.S payment system.

47.  For card-not-present transactions, merchants — not issuers — bear virtually all of
the fraud risk. And for Internet transactions, the level of fraud is significantly higher than in
card-present transactions. These two factors, combined with a dramatically increasing share of
signature debit volume being transacted over the Internet year after year, mean that merchants
are bearing an ever-greater share of debit card fraud. To demonstrate this effect, I have updated
the analysis that Rick Sullivan did, using the fraud rates he reports in his appendix along with
2009 debit card transaction volumes and a recent measure of signature debit usage over the
Internet. The updated analysis shows that issuer debit card fraud losses were $499 million in
2009, while merchant debit card fraud losses were significantly higher — $689 million.*” These
higher merchant debit card fraud losses do not even include the tremendous amount of PCI DSS
costs that merchants have incurred.

48. In 2009, Aite Group interviewed 30 industry risk managers about their fraud and
chargebacks, and concluded that total fraud was $8.6 billion for the U.S.*® Other studies (e.g.,

Mercator Advisory Group and LexisNexis) have much higher estimates of merchant costs® —

¥ Issuers suffered $499 million in debit fraud losses ($457 million in signature debit fraud losses and $42 million in
PIN debit fraud losses), whereas merchants suffered $689 million in debit fraud losses ($245 million in card-present
and $395 million in card-not-present signature debit fraud losses, and $49 million in PIN debit fraud losses). 2009
debit card volumes for this analysis were pulled from The Nilson Report. According to the 2009 Debit Issuer Study,
9 percent of signature debit transaction volume occurred over the Internet in 2008. Attachment 81 (2009 Debit
Issuer Study, Tony Hayes ef a/., BAI Payments Live, Virtual Conference & Expo, Oct. 21-22, 2009) at 7.

¥ Attachment 70 (“Card Fraud in the United States: The Case for Encryption,” Aite Group, LLC, 2010,
http://www.aitegroup.com/Reports/ReportDetail aspx?recordltemID=625).

¥ See, e.g., Attachment 71 (Credit Card Issuer Fraud Management, Report Highlights, Mercator Advisory Group,
Dec. 2008, http://www.sas.com/news/analysts/mercator_fraud 1208.pdf) at 7 (Figure 4) (reporting potential U.S.
credit card-related fraud losses in 2007 at likely $16 billion and counting); Attachment 72 (2010 LexisNexis True
Cost of Fraud Study, http://solutions.lexisnexis.com/forms/EM10Retail2010TCFWebinarFall42302) at 8 (“The true
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something Rick Sullivan agrees needs to be studied and understood better, given that “lack of

790 | estimate that

coordination in the payments industry has impeded security improvements.
issuer costs for fraud were $2.4 billion in 2009.”" In my view, merchant costs and losses were
probably much higher, in large part, because of the soaring costs of PCI DSS compliance and
liability.

49. The PCI DSS compliance program imposes enormous costs, and the network fees
and fines regarding data breaches impose punitive liabilities on merchants. The PCI DSS
standards were created by the five major card brands (Visa, MasterCard, American Express,
Discover and JCB) to protect the magnetic stripe system against fraud by imposing stringent data
security requirements on all participants in the system, particularly merchants (even though
merchants account for well less than half of the data breaches in the system). To accept payment
cards, merchants must be certified as “PCI DSS-compliant,” and that requires a certification that
the merchant does not store or transmit any payment card information in-the-clear. To obtain the
appropriate certification, merchants must hire a Qualified Security Assessor (“QSA”) who
assesses whether the merchant’s systems, including its terminals, servers and data centers, are
compliant. Merchants must undergo this process and bear additional monitoring, auditing and
recertification costs on an annual basis.

50. In addition, if a breach occurs at a merchant location, even if the merchant has
been previously deemed compliant, the merchant is immediately determined to be non-compliant

and will be exposed to fines and liabilities that likely exceed the reissuance and fraud costs

cost of fraud for retail merchants in 2010 is estimated at approximately $139 billion.”). In my interview with Rick
Sullivan for his paper, we discussed both of these reports and potential flaws in their methodologies.

% Attachment 69 (Richard J. Sullivan, 7he Changing Nature of U.S. Card Payment Fraud: Industry and Public
Policy Options, Federal Reserve Bank of Kansas City, Economic Review, Second Quarter 2010) at 121.

1 Of the $6.89 billion in global fraud reported by The Nilson Report for 2009, I assume 35 percent, or $2.41 billion,
was attributable to the United States. THE NILSON REPORT (ISSUE 951), June 2010, at 8.
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associated with the breach.”® This stems from the fact that if a breach occurs, the merchant must
pay all reissuance costs, as well as cover the estimated increase in fraud in the area of the breach
— an estimate that likely exceeds the actual increase in fraud.”” Merchants must pay operational
costs for issuer replacement of compromised cards at a standard rate of $1.00 per card.”* For
large breaches involving more than 10,000 compromised cards, the merchant must pay fines to
Visa and MasterCard and fraud reimbursements to issuers that could be in the millions.” To
make matters even worse, with some of the merchant breaches of which I am aware, the
merchant was using software that had been deemed PCI DSS-compliant by Visa, MasterCard or
the processor.

51.  Moreover, merchants have no practical ability to challenge any of the subjective
determinations of the potential fraud associated with the breach because the networks and issuers
have designed the system to avoid any direct contractual relationship with the merchant.
Networks can unilaterally assert that certain fraud losses suffered by issuers are possibly the
result of a data breach at a given merchant, requiring that merchant to pay substantial fraud-
related fines and assessments without the network having to offer any evidence at all supporting

the assertion (typically the network bases its determination on certain “algorithms” of its own

°2 The problems with this system can be highlighted by the fact that after the TJX breach, which was prominently
reported, the payment networks and acquirers did not warn merchants about the nature of the attack. To make
matters worse, the software that was used by TJX that was exposed to this attack was reported to be in compliance
in 2008. Because of these failures, I am aware of large merchants being exposed to breaches, including breaches
that were caused by their processor’s failure to become compliant.

% Attachment 73 (“Updated Account Data Compromise Recovery (ADCR) Frequently Asked Questions,” Visa,
Mar. 19, 2008, http://www.rbsworldpay.us/247/pci_docs/ADCR_FAQs.pdf). If a data breach includes more than
10,000 cards, Visa’s ADCR program will apply and, under this program, merchants are assessed penalties based on
the difference between “normal” incidence of fraud in the area in question and the higher fraud that may be caused
by the compromised accounts. Visa caps this exposure at 2-5 percent of the merchant’s total Visa volume, a
threshold that exposes the merchant to costs that easily could exceed the fraud at issue.

Id at 6.

> TJX paid an estimated $250 million for the breach that occurred in its compliant system.
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design). Further, under the terms of most merchant contracts, these fines and assessments can be
seized from the merchant’s escrow account without any advance notice to the merchant. As the
CIO of a major retailer testified to Congress last year, the ultimate result is that “retailers pay the
costs of the fraudulent transactions, either through chargebacks or credit card company imposed
fines and penalties. All of this arises from rules that initially grew from a card monopolist that
we have no choice but to do business with, or risk the loss of a large portion of our business.””

52. In May 2008, an industry consultant estimated that the cost of just getting
merchants “compliant” (which, as noted, means nothing if a breach occurs) might approach $5.5
billion.”

53. This figure represents the upfront costs of compliance, however. A recent survey
of 33 members of the Merchant Advisory Group trade association indicated that since PCI DSS
compliance began, they had paid a total of $1.29 billion in PCI DSS costs, including fines and
liability assessments to compensate issuers.”® Extrapolating this figure across the merchant
population, as a whole, results in an estimated $10 billion in PCI DSS costs to date in terms of

compliance and liability expenditures. This is corroborated by estimates derived from merchant

data compiled to assist the Board in its rulemakings.”” Using a similar methodology, but with a

¢ Attachment 74 (Written Testimony of Michael Jones [of Michaels Stores, Inc.] Before the Emerging Threats,
Cybersecurity, and Science and Technology Subcommittee, Mar. 31, 2009,
http://www.homeland.house.gov/SiteDocuments/20090331142012-77196.pdf) at 8.

7" Attachment 75 (“A Deeper Dive into the Cost of PCI Compliance,” Payments News, May 16, 2008,
http://www.paymentsnews.com/2008/05/more-on-the-cos.html).

% Attachment 76 (POS Terminal Survey Results, Merchant Advisory Group, Oct. 2010) at 9.

% Some of these costs come from investing in interim solutions, such as end-to-end encryption and tokenization to
reduce a merchant’s exposure to PCI DSS issues. End-to-end encryption involves disguising card credentials via an
encrypting algorithm secured by keys that enable only trusted parties (e.g., issuers) to decrypt the transmission to
identify and access the transaction account. Typically, this encryption is done on the card, via a computer chip, so
that the credentials are never exposed all the way through to the issuer authorization. Tokenization involves the
conversion of the card credentials, usually at the moment of the receipt of the credentials, and the secure
transposition into an unidentifiable token for subsequent processing. This token is usually passed to a trusted third
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more specific assessment of fines and liabilities, the annual cost of PCI DSS compliance and
fines will exceed the total bank cost of payment card fraud in the United States.

54. One large merchant that compiled data for this submission spent 41 basis points
on PCI DSS compliance per dollar of general purpose card volume from 2007-2009.

55. If merchants choose to purchase insurance against their exposure to PCI DSS
fines, assuming such insurance is even available to them in the market, there are substantial costs
and the coverage is not comprehensive and, thus, merchants remain exposed to liability.

56. The PCI DSS system also is contributing to the overall suppression of PIN debit
in the United States. I understand that a recent upgrade to the PCI DSS requirements for PIN
entry devices (PCI-PED, Version 2.0) is estimated by some sources to impose up to $20,000 per-
store compliance costs on some merchant venues. This cost will likely have a tremendous
chilling effect on the installation of PIN pads.

57. If the magnetic stripe system were replaced with an authentication technique that
did not require the transmission of cardholder data over the Internet, virtually all of these costs
would be unnecessary. In my view, it is particularly punitive to require merchants to absorb the
costs of data breaches that are principally caused by issuers’ unwillingness to adopt more secure

systems.

party that identifies the account and performs the authorization in the normal way — but with no further exposure
with the merchant beyond the initial conversion.
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58.  Below is a chart that shows that the cost of PCI DSS compliance and liabilities

will soon exceed the fraud in the system.

59. The chargeback system also imposes additional costs on merchants. Before
discussing those costs, a word about the limited payment “guarantee” that the networks provide
to merchants is in order. To start, that guarantee is virtually non-existent for card-not-present
merchants, including Internet, pay-at-the-pump and mail order/telephone order merchants. In
fact, the networks charge those merchants for services such as the Address Verification System
or the use of ZIP code verification that many fuel dispensers utilize. The “guarantee” is not

much better for brick and mortar merchants. To position themselves to re-present (or reverse)

liste: B BB tg IBesySre sky et mbtse d ase dndo st ustrys ratel axpt eiepeds fioesTior Tiémierchmentha(ier(Tierefchearshants
process more than 6 million transactions; Tier 2 (1-6 million); Tier 3 (20,000-1 million); and Tier 4 (below 20,000).
Tiers 3 and 4 are self-assessed regimes, whereas Tiers 1 and 2 require external validation.)[endofnote.]



chargebacks — which typically require the merchant to reproduce the signed sales slip to prove
that an attempt was made at the point of sale to authenticate the cardholder — merchants must
invest in cumbersome electronic signature-capture technology. In the alternative, they can
implement even more cumbersome back-office procedures to store and maintain signatures on
paper slips. Or they can outsource this function to processors. All of this is expensive. On top
of that, merchants are charged fees for every chargeback they try to re-present and they pay
additional fees if they fail to reverse the chargebacks. Moreover, issuers have shifted the risks
associated with defective magnetic stripe cards that need to be manually entered — transactions
that are often inherently more fraud-prone — by making it hard for merchants to challenge
chargebacks associated with those cards.'”" One merchant reported that up to a third of those
manually-entered transactions were fraudulent. Notably, merchants cannot reject such
transactions at the point of sale without violating Visa’s and MasterCard’s HAC rules.

60. In many cases, the chargeback fees (as much as $25-335 for large merchants, and
over $100 for small Internet merchants) exceed the value of the transaction, eliminating the
merchants’ incentives to contest the chargeback.'® This disincentive is compounded by the 1-
percent chargeback threshold that Internet merchants must maintain. To maintain this threshold
and avoid onerous fines, such merchants often “eat” 1-2 percent of potential chargebacks. As a

result, legitimate transactions are almost certainly turned away. A CyberSource survey reported

1% Tn those instances, the merchant is required to obtain a manual imprint of the card and store the paper signature,
even if the merchant has a signature data capture system. That imposes additional costs and burdens, including
burdens associated with the PCI DSS rules that require the merchant to keep the paper signatures locked up and
securely maintained.

1% A First Annapolis acquirer survey found that the percentage of acquirers that charge chargeback fees in excess of
$20 tripled between 2001-2007. Attachment 77 (Charles Marc Abbey, “The Threat to Price Stability in the Small
Merchant Market,” DIGITAL TRANSACTIONS, June 2008, http://www.digitaltransactions.net/files/0608acq.doc) at 16.
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that Internet merchants spent 0.3 percent of their total sales on fraud protection expenses.'”

61. The CyberSource survey also reported that Internet merchants challenge only
about 50 percent of the chargebacks they receive, and they win less than half of the time when
they do.'™

62.  Lastly, on top of these costs, one should add the costs of interchange —
particularly the costs of signature debit interchange, which merchants likely never would have
paid had they had a choice, and which reflect issuers’ decisions to push a product that is much
more prone to fraud because of the high interchange associated with it. These costs came to
approximately $40 billion in 2007-2009.'%

63.  With that background in mind, a complete distillation of merchant expenditures
on fraud in the United States must include the following:

e PCIDSS costs — $10 billion to date (and escalating)'*®

e Chargeback costs — likely in excess of $2 billion over the past three years'®’

e Fraud prevention costs

e Customer service costs

: 108
o Lost transactions

1% Attachment 78 (Jane Adler, “Checking the Chargeback Scourge,” DIGITAL TRANSACTIONS, June 2010,
http://www.digitaltransactions.net/files/Digital TransactionsJune2010.pdf) at 34.

1% 1d. at 36 (chart).

19 This estimate is based on the debit volumes reported in The Nilson Report for the 2007-2009 period (Issues 879,
902, 914, 924, 938 and 942), and the average effective interchange fee rates for PIN and signature debit that were
identified by debit issuer surveys conducted on behalf of the PULSE/Discover network. Attachment 79 (Executive
Summary, 2010 Debit Issuer Study, Discover) at 14; Attachment 80 (“An Update on Trends in the Debit Card
Market,” Julia S. Cheney, Federal Reserve Bank of Philadelphia, June 2007, http://www.phil frb.org/payment-cards-
center/publications/discussion-papers/2007/D2007JuneUpdateDebitCardMarketTrends.pdf ) at 6 (citing interchange
fee data from the First Annapolis 2007 Debit Issuer Study).

1% See supra, 9§ 53.

197 See supra, n.87.
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64.

ii. Issuers are Best Positioned to Police Fraud

Issuing banks have the most tools at their disposal to combat fraud. There are

several reasons for this:

65.

At the outset, the issuer chooses the authentication technology.

Issuers also underwrite the issuance decision in the first place, whereas merchants do
not have that ability.

Issuing banks have access to the entire history of a debit card, and of the bank
account associated with that card. Therefore, issuing banks are best positioned to see
trends like spending patterns on a given card, or with respect to a given account,
across a multitude of merchants — rather than just use at a single merchant.
Merchants, who only see the environment in which a transaction is made, simply do
not have the same depth or breadth of an account relationship from which they can do
comprehensive risk assessments when a transaction is made. In fact, in the physical
world, merchants can do little more than train clerks to look for forged signatures, an
exercise that provides little value and would achieve nothing other than to slow down
the point of sale at some expense to merchants. Notably, Visa’s Operating
Regulations prohibit merchants from insisting on additional identification at the point
of sale if the customer does not want to produce it.'"

Issuing banks have access to a wider range of cards and bank accounts than
merchants. This is especially true for the dozen or so largest issuing banks that
account for most of the debit issuance in the United States. Because issuing banks
have access to such a wide range of accounts, and a wide range of activity in financial
services generally, they can again use their data to look for cardholder and account
behaviors and trends that merchants have no ability to track.

The PCI DSS rules reinforce merchants’ inability to effectively screen against fraud.
These rules strictly prohibit merchants from storing any debit (or credit) card account
information except as tokenized and/or encrypted. As a result, merchants cannot
easily maintain or check databases of suspicious cards that may be associated with
fraudulent activity. Issuers are not similarly restricted, and this is another reason why
they are much better positioned than merchants to combat fraud.

Networks, by comparison, are much less well-positioned than issuers to police

fraud. They lack the data and cardholder history that issuers have, and their systems are

1% As noted, this is particularly an issue for Internet merchants that need to keep their chargebacks below 1 percent
to avoid onerous Visa and MasterCard fines. Such merchants often turn away legitimate transactions that are
potentially suspicious in order to avoid chargebacks and stay under the thresholds.

1% 1f the card is unsigned, the regulations do permit a request for identification.
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comparatively rudimentary. And most medium and large-sized banks rely on their own systems
to manage fraud.

66.  Even though they are best positioned to address fraud, issuers appear to lack
motivation or incentives to implement effective remedies. Three examples illustrate the
problem. First, the 2007 First Annapolis Debit Issuer Study demonstrates a wide variety of
levels of success in combating fraud, but with no particular relationship to the types or amounts
of investment.''® This is indicative of the fact that issuers lack strong incentives to police fraud
— in large part because of the interchange system that more than makes up for the charge-off
expenses to issuers. Second, the CyberSource online fraud surveys consistently show the
need for merchants to deploy a growing array of fraud prevention measures year-by-year, and
CyberSource rates their effectiveness. Among the least effective of those measures has been the
issuer-driven association efforts with 3-D Secure (Verified by Visa and SecureCode) — despite
the almost exclusive focus the banking industry has provided to this secondary authentication
method. Third, at the FS-ISAC (Financial Services Information Security and Analysis Center)
conference in May 2010, a senior security officer at a top-3 bank was heard to say, “banks are
really no safer than the average business down the street.” The complication, he later stated, was
the extensive use of account credentials and individually-identifying information, which often
are transmitted in the clear, but wind up utilized in setting up new accounts.

. Signature Versus PIN Debit Fraud
67. Signature debit transactions are much more prone to fraud than are PIN debit

transactions. According to one study, for example, the average net loss per card in 2008 was

"% First Annapolis POS Debit Issuer Cost Study Comprehensive Report, Oct. 23, 2007, at 43-46.
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$0.15 for PIN debit and $1.81 for signature debit.""' Between 2008 and 2009, fraud rates
increased by 43 percent for signature debit, but only 24 percent for PIN debit.""* According to
the Sullivan paper, in 2006, signature debit card fraud losses for issuers were 5.1 basis points of

3 In other words, by this

purchase volume compared to less than 1 basis point for PIN debit.
measure, signature debit is six times more susceptible to fraud than PIN debit.
. Fraud in the U.S. Payment System Compared to Other Jurisdictions
68. The Sullivan paper concluded that:
[T]he United States has a higher card fraud loss rate than Australia, France, Spain,
and the UK. International differences are due to a number of factors, including
underlying card payment technology and security standards. For the United
States, important factors that lead to a relatively high fraud loss rate include a
comparatively weak approval process for debit and credit card transactions and a
highly developed Internet economy.'"*
D. Visa/MasterCard Parallel Conduct in Interchange & Network Fees
69. Visa and MasterCard have a history of parallel conduct with respect to
interchange going back over the past twenty years. From the 1990s, examples include parallel
rate increases regarding: (i) supermarket rates in 1994; (ii) automated fuel dispenser rates in

1996; (ii1) the lowest supermarket and non-supermarket rates in 1998; and (iv) non-supermarket

rates in 1999.'" Since 2000, Visa and MasterCard’s lockstep conduct in interchange included

"1 Attachment 81 (2009 Debit Issuer Study, Tony Hayes ef al., BAI Payments Live, Virtual Conference & Expo,
Oct. 21-22, 2009) at 12.

2 Attachment 79 (Executive Summary, 2010 Debit Issuer Study, Discover) at 25.

'3 Attachment 69 (Richard J. Sullivan, The Changing Nature of U.S. Card Payment Fraud: Industry and Public
Policy Options, Federal Reserve Bank of Kansas City, Economic Review, Second Quarter 2010) at 113 (Table 2).
A more recent measure of issuer debit card fraud is reported in the 2010 Debit Issuer Study, which shows that
signature debit is over seven times more susceptible to fraud than PIN debit. Attachment 79 (Executive Summary,
2010 Debit Issuer Study, Discover) at 25.

U4 14 at 115,

> Attachment 82 sets forth a schedule of Visa and MasterCard interchange rates for 1990-1999. In April 1992,
Visa and MasterCard’s interchange rates for supermarkets were both 1.0 percent, and lowest rates for non-
supermarkets were 1.25 and 1.30 percent, respectively. In April 1994, Visa and MasterCard increased their
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continuing their practice of synchronized, biannual (April and October) interchange
announcements with extremely similar rates, including the introduction of new tiers for premium
cards and rewards cards, as well as tiers specially designed for merchant categories such as quick
service restaurants.

70.  After MasterCard (in 2006) and Visa (in 2008) went public, the pattern of acting
in lockstep on interchange continued unabated. There have been no significant changes to their
interchange tiers, as the rate structure has remained intact. In addition, as the schedule below
shows, Visa and MasterCard also have synched up their network fees to acquirers (which are
passed along to merchants). For example, in April 2009, MasterCard replaced its “Access Fee”
of $0.005 with a larger “Network Access and Brand Usage (‘NABU’) Fee” of $0.0185. Less
than three months later, Visa replaced its Access Fee of $0.005 with a larger “Authorization
Processing Fee” of $0.0195.'

71. In recent years, particularly since they went public, MasterCard and Visa have
added numerous network fees that are ultimately paid by merchants, and constitute another form

of compensation to issuers and their networks.

supermarket rates to 1.10 percent. MasterCard increased its lowest rate for non-supermarkets to 1.31 percent in
April 1996, and to 1.32 percent in April 1997. In April 1996, Visa and MasterCard initiated a special interchange
rate of 1.35 percent plus 5 cents for transactions using automated fuel dispensers. In April 1998, Visa and
MasterCard increased their supermarket rates to 1.15 percent, and increased their lowest non-supermarket rates to
1.31 and 1.38 percent, respectively. In April 1999, Visa and MasterCard increased their lowest non-supermarket
rates to 1.38 percent plus 5 cents, and 1.36 percent plus 10 cents, respectively. Visa also raised its supermarket rates
to 1.20 percent.

16 Attachment 83 (“Higher Fees Could be Rainmakers for the Bank Card Networks,” DIGITAL TRANSACTIONS,
Mar. 17, 2009, http://www.digitaltransactions.net/newsstory.cfm?newsid=2118).
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72. Currently, Visa and MasterCard directly (or indirectly via acquirers) charge the

following network fees to merchants:

Network Network Fee Type 2010 Effective Date
Visa U.S. Acquirer Service Fee/Assessmemt Fee 0.11% 7/1/10 (increase)
MasterCard | Acquirer Brand Volume Fee/Assessment Fee 0.11% 4/16/10 (increase)
7/1/09 (new/
Visa Acquirer Authorization Processing Fee $0.0195 replaces $0.005
Access Fee)
4/17/09 (new/
MasterCard Eetwork Access and Brand Usage (NABU) $0.0185 replaces $0.005
ee
Access Fee)
Visa Base I Fee $0.0019" 7/1/09 (increase)
MasterCard | Settlement Fee $0.0019" 7/1/09 (increase)
. Account Verification Service (AVS)
Visa Fee/Zero Dollar Verification Eee $0.025 2/1/09 (new)
Address Verification Fee (Card 10/1/10 (split into
MasterCard Present/Card-Not-Presemt) $0.005-$0.0075 two rates)
Visa International Acquiring Fee (1AF) 0.45%" 10/17/09 (new)
MasterCard | Acquirer Program Support Fee 0.55% 10/17/09 (increase)
Visa International Service Assessment (ISA) Fee 0.40% 4/1/08 (new)
MasterCard | Acquirer Cross-Border Assessment Fee 0.40%-0.80% 10/17/09 (increase)
Visa Merchant Direct Exchange Connection Fee $0.0015-$0.0045"
Visa Risk Identification Fee $0.001*
Visa Unmatgheq Authorization Fee/Misuse of $0.045 7/1/09 (new)
Authorization Fee
Visa Zero Floor Limit Fee $0.10 7/1/09 (new)

Wste s Ttibetib toinmidedpitednfEvigi @1 gitah Faratioast ik eth oithdns tryustrlylivabioest i @t gsswesstariicsysjand, isnd is
a sample of acquirer fees, most of which were introduced and/or increased and/or renamed since MasterCard and
Visa went public. These types of fees are nearly always passed through to merchants.[endofnote.]
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I INTRODUCTION AND EXECUTIVE SUMMARY

1. We have been asked by counsel for the Merchants Payments Coalition (MPC) to provide
economic analysis relevant to the regulatory proceedings concerning the implementation of
Section 920 of the Electronic Fund Transfer Act. We have specifically been asked to provide
economic analysis concerning the debit card market in the United States and to provide an
economic framework for the Federal Reserve Board (the “Board”) to consider as it embarks on
the rulemakings and regulations that are mandated by Section 920. Our professional biographies

and curricula vitae are shown in Attachment 3.}

2. Our conclusions are guided by our analysis of the debit card market. The debit card
market is a two-sided market in which the networks fundamentally interact with issuers on one
side and merchants on the other. (Acquiring banks serve a role as a processing intermediary
between merchants and the networks.) In two-sided markets, networks with market power may
be able to exercise substantial market power over one side of the market but be able to exercise
less (if any) market power over the other side of the market. It also means that regulatory actions
must be evaluated in terms of their impact on both sides of the market, and how consumer

welfare and efficiency are affected as a result.

3. The debit card market today is dominated by Visa and MasterCard. These two firms
have a collective debit market share of over 80% of all debit transactions. This is comprised of
Visa’s signature debit network (about 50% of all debit transactions), Visa’s Interlink PIN debit
network (about 15%), and MasterCard’s combined signature and PIN debit networks (about
17%).? Visa and MasterCard each have the ability to exercise substantial market power over

merchants.

4. At the same time, Visa, MasterCard and other debit networks compete for issuers to issue
cards that run on their respective networks. The fact that Visa and MasterCard have market
power over merchants, but compete for issuers, implies that they have strong incentives to

exploit their market power over merchants in order to subsidize issuers. This dynamic has

! Attachment 1 contains the Exhibits referred to in this report. Attachment 2 is a Technical Appendix.

 MasterCard does not separately report volumes for its signature debit network and its PIN debit network (also
known as Maestro). Exhibits to this report present various data on shares and fees that we have collected from
various public sources and merchants. We anticipate that the Board may have obtained more exact data on these
and other data matters from the issuers and the networks.



resulted in high interchange fees that are paid by merchants and received by issuers. Other PIN
debit networks similarly also have incentives to raise their interchange fees in order to be able to
compete for issuers, despite lesser market power. One reason that merchants continue to accept
the cards of those smaller networks is that rejecting them sometimes would cause these
transactions to migrate to even higher cost Visa and MasterCard networks. In this sense, the PIN
debit networks price under the Visa and MasterCard pricing umbrella. For these reasons, the
Board cannot solely rely on free market forces—that is, competition among debit card networks

for merchants—to maintain reasonable interchange or network fees.

5. Network competition for issuers and the exercise of market power over merchants have
resulted in high interchange fees on merchants that cause consumer harm. The high interchange
fees raise the merchant discounts charged by acquiring banks to merchants. These higher
discounts raise the costs of all the competing merchants who accept these cards, which in turn
results in these fees being passed through to consumers in the form of higher merchandise prices.
This merchant-side pass-through rate is likely to be very high. Economic studies of the
analogous price impact of sales taxes have found cost pass-through rates approaching 100%, or
even more. At the same time, we have seen no evidence that issuers pass through to debit card
users such a large fraction of the interchange fees they receive. Visa itself suggests that the pass-
through rate for credit cards is less than 100%. Thus, eliminating or reducing the interchange fee
likely will provide consumers with net welfare benefits from lower retail prices. Lower
interchange fees also will increase merchant acceptance of debit (primarily PIN debit), which

will further benefit consumers who prefer using debit cards.

6. Our analysis is guided by several economic principles of regulation. First, regulations
should allocate cost efficiently. In order to align incentives, regulations should place the cost on
the party that can best reduce or eliminate the cost. Second, because regulation is costly and
potentially market-distorting, regulations should intrude into the market as minimally as possible
while achieving the desired regulatory goals. Wherever possible, the regulations should rely on
competition. Regulations also sometimes can facilitate a market process by which competition
can eventually replace regulation. Third, regulations should be designed to minimize the
administrative costs of regulation, which includes both the costs imposed on the regulated firms
as well as the costs of the regulatory agencies. Finally, the overarching goal of the regulation of

competition and market power should be focused on consumer welfare (i.e., consumer benefits),



an objective that also incorporates the importance of economic efficiency. This is consistent

with Senator Durbin’s statement that the legislation will “prevent the giant credit card companies

from using anti-competitive practices,” as consumer welfare has long been the goal of antitrust

enforcement. We describe the regulations that satisfy these principles as economically

reasonable regulations.

7. In light of these regulatory principles and our analysis of the debit card market, our

conclusions with regard to the regulatory proceedings concerning the implementation of Section

920 are as follows:

a.

The most economically reasonable way to satisfy the mandate for debit interchange
fees that are reasonable and not disproportional to issuers’ costs is to adopt a
presumptive standard of at-par interchange (“API”). Under this standard, there would
be a strong regulatory presumption that interchange should be at-par for all debit card

networks. API has significant consumer welfare and regulatory policy benefits.

If a network or issuer wishes to deviate from at-par interchange, it would have to bear
a heavy burden of proof that a non-zero interchange fee would clearly lead to likely
consumer benefits, relative to API. We are skeptical that networks or issuers
normally would be able to make this showing, in light of the likely consumer benefits
of API. However, if a network or issuer can carry its burden, then a positive

interchange fee in principle might be economically reasonable.

For situations where a positive interchange fee is economically reasonable, the issuer
would be able to recover a proportion of its costs. The Board would set a standard for
the level of any positive interchange fee to ensure that it is not disproportional to the
issuers’ costs. In determining the relevant cost basis, it is economically reasonable to
base the maximum interchange fee on the issuer’s incremental costs of processing
(i.e., authorizing, clearing and settling — and not including fraud or marketing costs)
debit transactions, relative to the incremental costs to the issuer of the cash and
checks that consumers would use otherwise. If the transactional costs of debit cards
are less than the comparable costs of these alternatives, issuers’ incentives to promote
debit cards will be sufficiently maintained, in light of the consumer benefits of APIL.

However, if the issuer’s transactions costs of debit exceed its costs of the alternative



payment instruments, a positive interchange fee could allow the issuer to recover

some or all of the difference, as a proportion of the issuer’s costs.

API will give both merchants and issuers incentives to reduce fraud, as each side will
have incentives to reduce the fraud costs that it bears, and issuers will not be able to
use the interchange fee to transfer some of the higher fraud costs of signature debit
onto merchants. As we will discuss below, the current structure of interchange fees
gives issuers perverse incentives to promote signature debit over PIN debit, even
though signature debit is more prone to fraud. API will eliminate such incentives
and, as a result, an interchange fee adjustment for fraud likely is not necessary.
However, temporary deviations from API may be useful to spur adoption of a

superior, new fraud-reducing debit technology.

The most economically reasonable way to ensure that debit networks do not use their
network fees to circumvent the interchange fee regulation or to subsidize issuers in
violation of the statute is to permit networks to charge network fees solely to issuers,
but not to merchants (or acquiring banks). This allocation places the cost on issuers,
who are better situated to reduce the costs. The issuer chooses which networks the
cards will be able to run on. Because networks compete vigorously for issuers, they
will have strong incentives to keep network fees to issuers low. However, if the
Board elects not to eliminate network fees on merchants, it would be economically
appropriate to implement a hard cap on the type and amount of the network fees that

can be levied on merchants.

The network exclusivity regulations should ensure that merchants have at least two
unaftiliated network choices for each type of debit transaction (i.e., signature and
PIN) supported by a card. By having at least two networks of each type, merchants
will have a routing choice, even if the consumer has a preference over the type of
debit transaction and even if the merchant does not have a PIN pad. We also
recommend that the routing rules ensure that merchants have the ability to choose the
routing of a debit transaction among the networks available on each card. This will

provide networks with the incentive to provide merchants with high quality service.



g. In order to ensure merchants’ ability to control routing, networks should be prohibited
from impeding merchants’ ability to route to competing networks by, among other
things, compensating issuers to favor their networks over another, as discussed in
Section 920. Issuers also should be prohibited from steering depositors to a particular
network with differential fees or rewards, as those practices also can inhibit

merchants’ ability to route transactions.

8. The remainder of this Report is organized as follows. Section II sets out several key
economic principles of regulation underlying our analysis. Section III analyzes the ability to
exercise market power over merchants by Visa and MasterCard and the way in which other PIN
debit networks have incentives to set interchange at high rates under the pricing umbrella of the
two dominant networks. This discussion contrasts the network market power over merchants
and network competition for issuers. Section IV analyzes the at-par interchange fee standard and
discusses its benefits. Section V discusses the fraud adjustment rulemaking. Section VI
analyzes the network fee regulations. Section VII analyzes network exclusivity and routing

rules. Section VIII concludes.

I1. OVERARCHING REGULATORY PRINCIPLES

9. Our economic analysis of the Board’s rulemakings under the statute is based on four
economic principles of regulation. These are that: (a) regulation should allocate costs to the
party that can best reduce or eliminate those costs; (b) regulation should intrude as little as
possible on competitive market forces; (c) regulation should be designed to impose as little
administrative costs as possible on the firms being regulated, as well as on the regulatory
agencies; and (d) regulation of competition and market power should be formulated to maximize

consumer welfare.

A. Efficient Cost-Allocation

10. In evaluating standards for regulation of debit interchange fees, we place considerable

emphasis on a core economic principle: it is efficient to place the cost on the party that can best



reduce or eliminate the cost. If the party that can reduce or eliminate the cost does not bear the

cost, then it obviously will have no incentive to do so, and as a result, costs will be higher.3

11. This principle has fundamental implications for debit card regulatory policies. For
example, it suggests that network fees should be placed on the debit card issuer, not the
merchants. The card issuer chooses the set of networks over which its cards run, so it should be
given the incentive to choose the lowest cost networks consistent with the needed quality.
Because networks compete for issuers, this allocation will spur networks to reduce their fees and

their costs, in order to obtain more business from issuers.

B. Minimal Market Intrusion

12. Although regulation is often necessary, regulation is costly and has the potential to distort
market outcomes. This has two implications. First, it is useful to regulate as minimally as
possible and rely on competition as much as possible. Second, where feasible, it is useful to
design regulations that set out a path by which competition eventually can replace regulation.
Regulations sometimes can be designed to jump-start competition. In this way, the need for

regulation could be eliminated after competition becomes firmly established.

13.  For example, this principle suggests the substantial competitive benefits of allocating all
network fees to issuers because networks compete for issuers. The principle also suggests
requiring issuers to offer multiple debit networks for each type of authorization (signature and
PIN) they choose to offer, while allowing the merchant to control the routing. This requirement
could facilitate more effective competition among debit card networks, which could reduce
network market power over merchants. As a result, there may be less need over time for the
regulation of network fees and of interchange fees paid by merchants, once competition becomes
effective on both sides of the market. Of course, in light of the long history of the exercise of
network market power here, regulation will certainly be necessary for some significant period of

time before competition might be effective in eliminating the need for interchange fee regulation.

* This core economic principle is perhaps best illustrated by the classic inefficiency of cost-plus contracts. By
immunizing the seller from profit reductions flowing from having higher costs, the seller loses the incentive to
control its costs. A fixed price contract (or a contract that escalates when accurate proxies for uncontrollable costs
rise) would maintain much stronger incentives for cost-reduction. For a classic case of an inaccurate proxy, see
Aluminum Co. of America v. Essex Group, Inc., 499 F.Supp. 53 (W.D.Pa.1980).



C. Minimal Costs of Administration

14.  Regulation inflicts administrative costs on the regulated firm as well as the regulatory
agencies. For example, cost-based price regulation requires that the regulatory agency collect
extensive cost information from the market participants. This cost information must be audited
and processed by the regulatory agency. If costs (or approaches to allocating joint costs) differ
across the firms, as they do in this industry, the agency must aggregate the information from
various issuers and networks in a consistent way in order to determine the cost-basis for the
regulations. Costs also must be monitored continuously over time and the regulated prices
updated to reflect current conditions, in order to avoid market distortions. Market competition
studies also must be carried out. All of this is costly to the regulatory agency, regulated firms,
other industry participants, and consumer advocates.

15.  For example, the principle of minimizing administrative costs is satisfied by at-par
interchange. At-par interchange eliminates the need to gather information on the costs of issuers
and merchants. Allocating the network fees to issuers also could reduce or eliminate the need for
network fee regulation because network competition for issuers will substitute for price

regulation.

D. Consumer Welfare Goal of Regulation

16. The provisions of Section 920 focus on network competition, the ability to exercise
market power over merchants by some debit card networks, and the effect of this market power
on network competition. In his statement regarding the Durbin Amendment, Senator Durbin said
the amendment “will prevent the giant credit card companies from using anti-competitive
practices.” The primary goal of U.S. antitrust law is the maximization of consumer welfare
(i.e., consumer benefits) by preventing anticompetitive conduct. As the Supreme Court has
formulated the standard, antitrust is a “consumer welfare prescription.” This consumer welfare
goal encompasses a concern for economic efficiency (i.e., aggregate economic welfare), and the
* Durtit*$ taRunbin GoakbimEnttin CisdSabipCRat Smipadieendagnsnt)Mayat3, 2010, at
http://durbin.senate.gov/showRelease.cfm?releaseld=324958. A recent paper by Federal Reserve Bank of Boston
economists regarding transfers from non-card users to credit card users of interchange fees uses a consumer welfare
standard for policy analysis. See Scott Schuh, Oz Shy, and Joanna Stavins, “Who Gains and Who Loses from Credit

Card Payments? Theory and Calibrations,” Consumer Payments Research Center, Public Policy Discussion Paper
No. 10-03, August 31, 2010.[endofnote.]

> ReitdF K Reitevev(SopotehE2 Cofp. 33821971330 (1979).[endofnote.]



. 6 . . .
two performance measures usually reinforce one another.” Production efficiency also furthers
the goal of consumer welfare maximization. However, if aggregate and consumer welfare do

come into potential conflict, the consumer welfare goal takes primacy in antitrust.”

17.  The objective of benefiting consumers would imply that the Board should mandate the
debit interchange fees that likely would benefit consumers the most. As discussed below, our
analysis suggests that at-par interchange likely leads to greater consumer welfare benefits than

would an interchange fee that flows from merchants to issuers.

IMII. DEBIT NETWORK MARKET STRUCTURE

18. The regulations prescribed by the Board should be informed by the history of debit
networks in the U.S. The legacy of this history is a market characterized by both the ability to
exercise market power over merchants by the major debit networks (Visa and MasterCard) and
by network competition for issuers. These factors have led to high interchange fees paid by

merchants to issuers. This analysis has important ramifications for regulatory design.

A. Evolution of the Debit Card Market in the U.S.

19.  Debit cards are a means for demand deposit account (DDA) holders to access their DDA.
Consumers also access their DDA by using paper checks, withdrawing cash from a bank teller or

ATM, or drafting from their DDA using the ACH system.

20.  There are two primary forms of debit in the U.S. One is signature-based, in which the
cardholder’s signature is usually (but not always) obtained at the time of the transaction. The
other is PIN-based, in which the cardholder enters a 4-digit personal identification number (PIN)

to authenticate the cardholder.

® In technical economic terms, consumer welfare equals consumer surplus, and aggregate economic welfare equals
the sum of consumer and producer surplus. Thus, aggregate welfare directly includes the profits of banks and
merchants, whereas consumer welfare does not.

7 For example, the Supreme Court often makes the point that antitrust law is focused on protecting competition, not
competitors. This conflicts with an aggregate welfare (pure economic efficiency) standard, which would give the
same weight to competitor welfare as to consumer welfare. Antitrust law also would prevent a monopolist from
engaging in exclusionary conduct against entrants, whose entry would reduce prices, even if the entrants have higher
costs than the monopolist. Antitrust law also would prevent a merger to monopoly that would raise price, even if the
monopolist would reduce its costs somewhat in the process. See Steven C. Salop, “Question: What is the Real and
Proper Antitrust Welfare Standard? Answer: The 7rue Consumer Welfare Standard,” Loyola Consumer Law
Review, Vol. 22:3, 2010; Robert H. Lande, “Chicago's False Foundation: Wealth Transfers (Not Just Efficiency)
Should Guide Antitrust,” Antitrust Law Journal, Vol. 58, n. 27, 1989.



21.  PIN debit networks originated as an extension of what used to be ATM-only networks.
The ATM networks formed in various regional clusters around the country and they lowered
bank costs by saving on teller costs and the costs of handling cash and paper checks. The
regional ATM networks gradually began to extend their functionality to the point of sale, starting
with supermarkets in the late 1970s, and gas stations in the 1980s. They did so without
interchange as most of the regional networks set their interchange rates at par. Some networks
implemented “reverse” interchange fees that flowed from the issuer to the merchant.® As

discussed below, this pricing system remained intact until the early-to-mid 1990s.

22. Consolidation of these regional PIN ATM/debit networks began in earnest in the late
1980s, and some PIN-based ATM/Debit networks achieved national reach by the early 1990s.
Consolidation continued through the 1990s and 2000s. Today there are still approximately 15
PIN debit networks, the largest being Interlink (owned by Visa), Star (owned by First Data
Corp., PULSE (owned by Discover), and NYCE (owned by FIS).

23. Visa introduced signature debit in around 1975. In 1982, it also acquired Plus, an ATM-
only network. MasterCard introduced a signature debit product, which it initially called
MasterCard 11, around 1980. Both Visa and MasterCard initially set the interchange fee on their
signature debit products at the same rate that was set for their corresponding credit card products.
In 1993, Visa created a distinct interchange tier for signature debit which applied only to certain
qualifying transactions. This rate was sometimes slightly lower or slightly higher than the
prevailing credit card rates at Visa, depending on the size of the transactions. MasterCard
maintained identical credit and signature debit fees until 2003, when it was required by the /n Re
Visa Check antitrust settlement to lower its signature debit interchange rates.” For most of the
1990s, Visa and MasterCard’s signature debit interchange rates were several times higher than

PIN debit interchange. (See Exhibit 1.)'

¥ See “Going Against the Acquirer-Paid Fee Grain,” Bank Network News, July 12, 1993; “Score One for the
Issuers,” Credit Card Management, April 1994. As recently as 2000, one PIN debit network, Shazam, still had zero
interchange.

° The In Re Visa Check/MasterMoney Antitrust Litigation (“In Re Visa Check”) challenged the practice of both Visa
and MasterCard to require merchants that wanted to accept Visa and MasterCard’s credit card products to also
accept their signature debit products under their Honor All Cards rules. The lawsuit was filed in 1996 and settled on
the eve of trial for over $3 billion in past damages, an interim reduction in signature debit interchange rates and
injunctive relief that required Visa and MasterCard to rescind their Honor All Cards rules that tied debit to credit.

1% All of the Exhibits referred to in this report can be found in Attachment 1.



24, Visa and MasterCard spurred the growth of their signature debit cards by forcing
merchants who accepted their credit cards also to accept their high-priced signature debit cards.
This tying arrangement was implemented through their respective “Honor All Cards” operating
rules that were attacked as antitrust law violations in the /n Re: Visa Check antitrust case. The
high interchange associated with Visa and MasterCard’s signature debit products gave banks the

incentive to issue and encourage the use of signature debit over PIN debit.

25. This dynamic put pressure on the at-par system that had prevailed at the regional
networks. In 1990, Visa bought Interlink, which was then the leading PIN debit network, and
raised its interchange fee from at-par to 45 basis points."' This increase was the first of
numerous price increases in PIN debit, led by Interlink, that over time has narrowed the gap
between signature debit and PIN debit rates. Today, the gap between signature debit and PIN

debit rates has been greatly reduced and in some cases eliminated. (See Exhibit 1.)

B. Debit Network Market Structure

26. While there are numerous debit card networks in the U.S., the various networks owned
by Visa and MasterCard account for about 83% of all debit transactions.'? Signature debit
accounts for about 67% of total debit transaction volume, and PIN debit accounts for about
33%." Visa and MasterCard account for virtually 100% of the signature debit transaction
volume.'* Within signature debit, Visa accounts for roughly 74% and MasterCard 26%. Visa’s
signature debit network accounts for 50% of total debit volume and MasterCard accounts for
about 17%. On the PIN debit side, the largest network is Interlink, which is owned by Visa, and
which accounts for about 15% of total debit volume. Overall, Visa’s two networks account for
about 66% of total debit volume. The remaining PIN debit networks collectively account for
about 17% of total debit volume, a share which has fallen from over 30% just a few years ago.

These debit network shares are shown in Exhibits 2 and 4.

' See “Interlink Pricing Debuts On the National POS Stage.” Bank Network News, November 12, 1991.

12 As indicated earlier, we anticipate that the Board may have collected more precise data from issuers and networks
on this and other data matters.

13 In these figures, the signature debit share includes MasterCard’s PIN debit transactions, which MasterCard does
not report separately from its signature debit transactions. Thus, the figures in the text slightly overstate signature
debit share and slightly understate PIN debit share.

" Discover is a recent entrant but it accounts for a negligible volume.
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27. Volume data for each of the PIN debit networks are no longer reported in public sources
to our knowledge. In 2006, the last year for which this data was reported, Interlink was the
largest PIN debit network. After Interlink, Star was the next largest PIN debit network, followed
by NYCE and PULSE. Several large national retailers have provided data to us on their debit
transactions for 2009. Using these data to calculate the percent of PIN debit transactions
accounted for by each PIN debit network, we have calculated the following shares of all debit
transactions: Interlink (14%), Star (6%), PULSE (4%), Maestro (2%), and NYCE (2%). The
remaining networks (Accel, Shazam, Credit Union 24, Jeanie, AFFN, Alaska Option, and
NetWorks) have a collective share of about 5%. See Exhibit 3.

28.  Visa and MasterCard’s combined share of debit volume has been increasing in recent
years. Exhibit 4 shows how Visa and MasterCard’s share of debit has grown over time. Exhibit

1 shows how debit interchange fees have changed over time.

29.  We anticipate that the Board may have obtained precise information on network market
shares from issuers. Steven Mott, an industry expert who has also been retained by the MPC, has
estimated that about 87 percent of all debit cards are configured to make transactions over either
Visa’s or MasterCard’s signature debit networks."> Overall, it has been reported that about 66%

of all cards include Visa signature debit, 21% include MasterCard signature debit."°

30. Issuers decide which and how many networks to which they connect their debit cards.
Most banks issue signature debit to a subset of their DDA base and those cards sometimes (but
not always) also have PIN debit functionality. Visa has maintained a rule that does not permit
other brands to co-reside on its signature debit cards, and thus issuers typically have offered only
one signature brand on the card. '’ Most issuers provide PIN debit functionality to all or most of
their DDAs, whereas signature debit has been typically issued to a subset of the DDAs. In the

1990s, issuers often linked their debit cards to numerous PIN debit networks, in part to make

1> Steven Craig Mott, “Industry Facts Concerning Debit Card Regulation Under Section 920.” submitted to the
Board concurrently with this report (“Mott Report™), 4 28 note 56 (13% of all debit cards are PIN-only). Also, see
“New Comprehensive PULSE Debit Industry Study Reveals Continued Growth in Debit Card Market,” PULSE
news release, February 28, 2007, p. 1 (indicating that 86% of debit cards are signature-capable).

' The Nilson Report, No. 942 (February 2010).

17 See, for example, Visa International Operating Regulations, April 1, 2010, ID#: 010410-010410-0006300
(“Competitive Marks—U.S. Region: No U.S. member may use the marks of the American Express Company,
MasterCard International (including Maestro), Morgan Stanley Dean Witter & Co., or the subsidiaries or affiliates of
these entities on Visa Cards.”).
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their cards functional outside the geographic region served by any particular PIN debit
network.'® Since 1999, that has changed substantially as Visa has entered into contractual
arrangements with certain issuers that mandate that Interlink be their exclusive PIN debit
network or which incentivize exclusivity via volume commitments that are pegged to incentives

19
such as reduced fees.

31 As a result, there are many debit cards in circulation today that bear only the Visa
(signature debit) and Interlink (PIN debit) logos on the card. While the number of such cards is
not reported by Visa or in publicly available sources, we have calculated a rough estimate from
data collected by one large merchant. This national retail chain accepts PIN debit transactions of
11 different networks, one of which is Interlink. This merchant directs its processor to route PIN
debit transactions according to the merchant’s preferences. The merchant puts Interlink at the
bottom of its network priority routing list, meaning that it directs its processor to route a PIN
debit transaction to any alternative (i.e., less expensive) PIN debit option that might be available,
and to route to Interlink only if there is no other option available. As a result, if a PIN debit
transaction for this merchant is routed over Interlink, Interlink is likely the only PIN debit
network on the card. Thus, Interlink’s share of this merchant’s PIN debit transactions can serve
as an estimate of the fraction of PIN debit cards that are exclusively Interlink. In 2001, this share
was 9%, and the share has been increasing in recent years, rising from 37% in 2007, 40% in
2008, and 42% in 2009.%° This 42% share likely implies well over 100 million PIN debit cards

that work exclusively on Interlink '

C. Network Market Power

32.  Debit cards allow a bank’s depositors to use their cards to make purchases at merchants.

Debit card networks have the economic function of linking multiple bank card issuers and

'¥ Mott Report, 9 6-8.
' Mott Report, 9 23-27.
*° These figures are based on data provided to us by one large national retail merchant.

*! There are about 507 million signature and prepaid debit cards. (7he Nilson Report, Issue No. 942) It may be that
this figure includes about 139 million cards that are prepaid debit cards without PIN functionality. (7he Nilson
Report, Issue Nos. 947 and 949) Since roughly 13% of debit cards are PIN only, and another 7% are signature
only, there are roughly 393 million total debit cards in the U.S. with PIN functionality. If 42% of those debit cards
are connected to Interlink as the exclusive PIN debit network, then there are roughly 165 million Interlink exclusive
cards. As noted above, the Board may have collected more exact data itself.
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multiple merchants. In this sense, debit card networks operate in a two-sided market with
merchants on one side and issuers on the other. (The acquiring banks act as intermediaries that

link the merchants to the networks.)

33. In a two-sided market, a network with market power potentially can exercise its market
power over parties on either or both sides of the transaction.”> For a number of reasons, the Visa
and MasterCard networks have the ability to exercise substantial market power over merchants,
but generally compete for issuers.”> The competing PIN debit networks lack Visa and
MasterCard’s market power.”* Nevertheless they are able to set high interchange fees under the

price umbrella established by Visa and MasterCard.

34.  Theincreasing interchange rates associated with PIN debit illustrate how network market
power over merchants has been used to fund network competition for issuers. Competition for
issuers has created the incentives for the networks to continually raise interchange rates for
merchants. This asymmetry—that is, significant market power over merchants and competition

for issuers—has important implications for the analysis of interchange regulation.”

*2 See, for example, Mark Armstrong, “Competition in Two-Sided Markets,” Rand Journal of Economics, Vol. 37,
Issue 3, Autumn 2006. The idea that a party with market power may have differential ability to exercise that market
power over different parties is not novel. As stressed in the newly released Horizontal Merger Guidelines, sellers in
single-sided markets that involve price discrimination often have market power over some customers but not others.
See U.S. Department of Justice and Federal Trade Commission, Horizontal Merger Guidelines, August 19, 2010,
Section 3. In two-sided markets, parties on one side of the market may have more alternatives than parties on the
other side. For example, a monopoly newspaper in a town may have the ability to exercise market power over local
advertisers, but it may lack the ability to exercise market power on the subscription side because most local readers
may be satisfied with a national newspaper. But, local advertisers may be unable to advertise cost-effectively in a
national newspaper.

# Merchants face substantial practical impediments to implementing surcharges on debit transactions on high cost
networks and discounts on debit transactions on low cost networks, and issuers’ cost pass-through rates likely are
less than 100%. As a result, the interchange fee is not “neutralized” by corresponding changes in merchandise
prices and bank debit fees.

** Even MasterCard, with its historically quite small share accounted for by its Maestro PIN debit network, has
raised PIN debit pricing in recent years while at the same time growing Maestro’s share. Based on data provided to
us by several large merchants, Maestro’s share of PIN debit transactions increased from 6 to 10% from 2008 to
2009. During that same period, Maestro increased its interchange fees by 20%.

2> Other commentators also have noted that this asymmetry leads to higher interchange fees. For example, sce
Dennis W. Carlton, “Externalities in Payment Card Networks: Theory and Evidence, Commentary,” The Changing
Retail Payments Landscape: What Role for Central Banks, proceedings of a conference held at the Federal Reserve
Bank of Kansas City, November 9-10, 2009, pp. 127-128 (“...it is possible that competition may not work very well
among different card systems in benefiting all consumers, both cash and credit card users. The card systems
compete to obtain issuing banks and card customers by increasing interchange fees.”).
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1. Merchant-Side Market Power

35. Visa and MasterCard have the ability to exercise significant market power over
merchants with respect to the acceptance of debit cards by raising their interchange fees, which
then are passed on to retailers by the acquiring banks. They own and operate the only two
significant signature debit networks and Visa’s signature debit network accounts for about 50%
of all debit transactions and 47% of the dollar volume. MasterCard’s share of signature debit
volume is about 26%. Visa and MasterCard together account for about 83% of debit transaction
volume and 82% of dollar volume, and 87% of cards carry their networks. (See Exhibit2.) A
significant number of debit cards have only signature debit functionality, and this number is
increasing with the proliferation of selective authorization cards, such as health care flexible
spending account cards, that bear only Visa or MasterCard functionality.’® Moreover, as
discussed earlier, throughout the past decade an increasing number of the dual functional cards
(signature and PIN) have only Visa signature and Interlink PIN functionality on the card. An
estimated 89% of debit cards with Interlink functionality have no other PIN debit networks on
the card. See Exhibit 5. As discussed above, this likely amounts to well over 100 million cards

with PIN debit functionality limited to Interlink.*’

36. Against this industry backdrop, merchants have strong economic incentives to accept
cards that operate on Visa and MasterCard’s debit networks. Hundreds of millions of consumers
carry Visa and MasterCard debit cards and they use them with increasing frequency. While the
cost to the merchant of accepting debit (including the merchant discount, which reflects the
interchange fee) currently is high, the merchant’s overall profit on the sale is typically larger than
that cost. Thus, losing the sale would be costlier to the merchant than accepting debit and paying
the high interchange fee. Because the Visa and MasterCard networks aggregate a large
collection of issuers, and therefore hundreds of millions of cardholders, an individual merchant
would fear that its failure to accept their debit networks raises the risk of significant lost sales to
other merchants that do accept the cards. This gives Visa and MasterCard the ability to exercise

significant market power over most merchants.

** Mott Report, 9 28 note 56 (7% of debit cards are signature-only). Notably, MasterCard has a leading position
with respect to these cards, a fact that contributes to its market power in debit. The fact that there are many
signature-only debit cards in large part explains why major merchants that aggressively steer users to PIN debit
continue to get increasing signature debit volumes every year.

7 See note 21, supra.
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37. This situation describes a classic prisoner’s dilemma, and is a primary mechanism by
which Visa and MasterCard have market power over merchants.”® As explained by the
prisoner’s dilemma, if all the competing stores were to stop accepting the network’s cards in a
coordinated way, they would be better off because the fees exceed the cost-savings from using
the network’s cards. However, in the absence of coordination, no individual store would have

the incentive to stop accepting the network’s cards.
38.  Board economists have also noted this prisoner’s dilemma facing merchants.

“[TThe incentives underlying merchants’ card acceptance decisions in the theoretical
models tend, all else equal, to support interchange fees that are higher than the social
optimum. In such a situation, merchant fees will be inefficiently high and card use fees
will be inefficiently low (or card rewards will be inefficiently high), leading to excessive
card use. The economic theory literature has emphasized two closely related reasons why
merchants may be willing to accept cards with inefficiently high merchant fees. First, by
increasing a merchant’s ‘quality of service,” card acceptance makes a merchant more
attractive to consumers, leading to an increase in sales volume. The merchant will take
into account this private benefit when he or she evaluates the costs and benefits of card
acceptance. To the extent that this increase in sales represents a diversion of transactions
away from other merchants that do not accept cards, without any increase in aggregate
sales, the private benefit to the merchant from its decision to accept cards will exceed the
social benefit. As aresult, the merchant will be willing to pay an inefficiently high
merchant discount. Second, as long as some merchants are willing to accept cards
despite an inefficiently high merchant discount, others will feel compelled to do so in
order to avoid losing business. Thus, even if merchant discounts are high enough that

merchants as a whole would be better off rejecting cards, they may nonetheless all choose

** For example, see Dixit, Avinash K., and Barry J. Nalebuff., Thinking Strategically: The Competitive Edge in
Business, Politics, and Everyday Life. New York: W. W. Norton & Co, 1991, Chapter 1, Section 3, pp. 11-14 and
Chapter 4, pp. 89-95. This prisoner’s dilemma structure also has been raised in the context of the Federal
Communications Commission regulations regarding fees paid by cable and satellite TV distributors to the TV
broadcast networks. See Michael Katz, Jonathan Orszag and Theresa Sullivan, “An Economic Analysis of
Consumer Harm from the Current Retransmission Consent Regime™ (2009), a study commissioned by the National
Cable & Telecommunications Association, DIRECTV, and DISH Network (found at
www.americantelevisionalliance.org).
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to accept cards because no single merchant would find it profitable to unilaterally reject

them.”?

39. The debit networks owned by Visa and MasterCard have the ability to exercise
substantial market power over merchants. First, because Visa has exclusivity rules against
MasterCard and other networks with respect to the brands co-residing on signature debit cards,
most issuers have offered only one signature debit network.™ Second, Visa has entered into
exclusivity contracts with some large issuers that make Interlink their only PIN-debit network,
which eliminates the ability of merchants to route to other PIN debit networks when customers
use those cards. Third, if a merchant does not accept Interlink as a result of its high fees, many
of the transactions would simply default to the even higher-cost Visa signature debit network

instead.

40. In contrast, the smaller competing PIN debit networks lack the substantial market power
that the Visa and MasterCard networks possess. Many debit cards with PIN debit functionality
carry multiple PIN networks as well as signature debit functionality. As a result, the risk of lost
sales is much lower with the competing PIN networks than it is for Visa and MasterCard.
However, because the other networks linked to the card are often Visa and MasterCard networks
that carry high interchange fees, and because the smaller networks are competing for issuers,
they have the incentive to raise their interchange fees up to a level close to the fees of Visa and
MasterCard.*! Merchants nonetheless continue to accept these PIN debit networks for several
reasons. First, this avoids the inability to complete transactions when one network suffers an
outage. Second, not every issuer includes every network on the cards, so transactions may be
lost. Third, the interchange fees and network fees of competing PIN debit networks are
generally lower than the fees associated with Visa’s and MasterCard’s networks. As a result,
those networks may retain some ability to exercise market power over merchants, albeit less than

Visa and MasterCard.

* See Robin A. Prager, Mark D. Manuszak, Elizabeth K. Kiser, and Ron Borzekowski, “Interchange Fees and
Payment Card Networks: Economics, Industry Developments, and Policy Issues,” Federal Reserve Board,
Washington DC, May 2009, p. 21-22.

3% See note 17, supra.

*! In this sense, the signature debit networks provide an interchange fee “umbrella” over the PIN debit networks.
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41.  As suggested by the competitive situation facing PIN debit networks, there could be
network competition for merchants if the market structure were different. For example, suppose
that every issuer offered every network on all of its cards and neither the issuer nor the network
hindered the merchant’s choice of routing transactions over the network with the lowest cost. In
this scenario, competition among debit networks could eliminate networks’ ability to exercise
market power over merchants.>> A merchant’s non-acceptance of one network’s cards would not
cause it to lose any incremental sales because the transaction simply could be routed over
another network. As a result, the fear of losing merchant acceptance would give the networks
incentives to reduce their fees (and provide higher quality, such as improved network system
availability and transaction response times) in order to maintain or increase acceptance and

usage.

42. The networks’ bargaining leverage over merchants obviously also would be much weaker
if each individual network bargained with all merchants collectively, or if large independent
processors negotiated on behalf of the merchants they service. This would reduce or eliminate
the merchants’ coordination problem. The bargaining leverage of each side also would be
different if individualized interchange fees were negotiated bilaterally between each individual
bank issuer and each individual merchant. It also would be weaker if there were no impediments
on merchants’ ability and incentives to surcharge (discount) transactions on particular debit card

networks. However, the debit market has none of these features at present.

2.  Network Competition for Issuers and the Impact on Interchange Fees

43.  While Visa and MasterCard have the ability to exercise substantial market power over
merchants, they (and the other PIN networks) generally compete for card issuers. This
competition reflects their lack of power over issuers. Issuers can and do choose which networks
to offer on their cards and have a greater ability to substitute because merchants accept multiple

networks.” This issuer choice leads to competition among networks for the issuers’ business.

*2 This assumes that Visa and MasterCard would not expressly or tacitly coordinate their interchange fees. The fees
of those networks have moved in close parallel in the past. See Exhibit 1.

** The merchants who provided data to us report that they all accept both Visa and MasterCard signature debit, and
they accept, on average, 12 different PIN debit networks (the range is from 9 to 14).
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44, The ability of issuers to substitute among networks, coupled with individual merchants’
very limited incentives to stop accepting any debit networks, has profound implications for the
networks’ incentives to set interchange and network fees. The networks have the incentive to
compete for issuers by setting high interchange fees that flow from merchants to issuers.
Networks also pay issuers for participation and exclusivity. This competition for issuers leads
the networks to act in the interests of the issuers, not the merchants.  To the extent that
networks can collect supra-competitive fees from merchants, the issuers will gain a large share of:
the profits as a result of this competition for issuers. This is classic rent-seeking behavior by the

networks.

45, This network competition for issuers has led to increasing PIN debit interchange fees
over time, even by the smaller networks. As noted earlier, up until about the early 1990s, the
PIN debit networks had either no interchange (at-par), or had interchange that flowed from the
issuer to the acquiring bank (reverse interchange). PIN debit reduced the issuers’ costs by
reducing the cost of consumer cash withdrawals via ATM or bank tellers, or the costs of:
processing paper checks, and thus was viable without interchange. In the early 1990s, PIN debit
accounted for nearly 60% of all debit. (See Exhibit 6.)

46.  Beginning with Visa's increase in the Interlink interchange fee in 1992, PIN debit
interchange fees have risen over time. As a result of multiple increases since the early 1990s,
Visa has more than tripled the Interlink interchange fee. In doing so, Visa typically led the
interchange increases that then triggered increases throughout the PIN debit industry, for reasons

discussed below. As a result, even small debit networks charge high interchange fees. For

** Vis§4id* Meiste et d/Master & doth st arfoof reytony sobptazitigl aybsiantialash-boontseashdoelbes, aagodizas ongoing
marketing funds and discounts on network fees in order to induce issuers to issue their signature and PIN debit

cards. In many such cases, the issuer has agreed to exclusivity. Other networks have also entered into similar
arrangements with issuers. (See “Exclusive Network Pacts for PIN Debit Gain Favor," Amevicam Banker,

September 28, 2007 ({ttip/Mvevww al bossimess coomyranikimg-fiimance/banking-lending-credit-services-
payment/11997114-1.fitmll) Most recently, the three largest PIN debit networks other than Interlink and Maestro
have recently instituted interchange fee programs under which “loyal” issuers receive a higher interchange fee. (See
“Star Ushers in New Rates, with Interchange Spiffs for Some Issuers,” Digital/ Transactionss, January 12, 2010, and

www.vantagecard. comy/{price/imtenctenms@ Hitni)) )[endofnote. ]

 UntiP5 Fé&wureaka fgov WispsaaybMdiste dfiard/laster Gssocintiensston atiosgirae e debyoandnepeiryted dopedaaéfiodn behalf of
their member issuing banks. Other major PIN debit networks were owned by issuing banks.[endofnote.]

¢ SecRfAriFaenkal amé rAtkel Shdmiyline, SHdmHoentiitie Etfowsnif Bitectmoptrfehinterfoes: TantifustrbdWadurnal, Vol.
73, No. 3, 2006. For the classic articles, see also G. Tullock, “The Welfare Costs of Tariffs, Monopolies and Theft,”

Western Ecomemit: Jouwwnad], 1967, and, R. A. Posner, “The Social Cost of Monopoly and Regulation,” Jouvnad! of

Politiical! Ecomomyy,, 1975.[endofnote.]



example, for a $40 standard non-supermarket transaction at a small merchant, the interchange fee
for a Visa signature debit transaction is currently 145 basis points, MasterCard signature debit is
143 basis points. The same transaction on the Interlink network would be 145 basis points as
well. For other PIN debit networks, the interchange fee would be: Maestro (128bp), Accel
(125bp), Star (123bp), NYCE (120bp), PULSE (118bp), Credit Union 24 (113bp), Shazam
(113bp), AFFN (95bp), and Alaska Option (48bp). See Exhibit 7.

47. This dynamic also has slowed the deployment of PIN pads and the growth of PIN debit,
rather than driving increased PIN debit usage. Higher PIN debit interchange fees by Interlink
and the smaller networks reduces merchants’ incentives to install PIN pads to accept PIN debit,
ceteris paribus. Indeed, some issuers offer only Interlink PIN debit, which is priced the highest.
Moreover, high signature debit fees have led some issuers to offer rewards to depositors to use
signature debit and/or to “tax” depositors that use PIN debit networks. Some other issuers have
disseminated deceptive claims that PIN debit is a less secure payment method that increases the
likelihood of fraud. This conduct has reduced consumer usage of PIN debit. As a result of this
conduct and the rising PIN debit fees, merchant incentives to add PIN pads as a cost-saving

strategy are significantly lessened.

48. The significance of this effect is suggested from a comparison of PIN debit acceptance in
Canada and the United States. A 2006 Bank of Canada survey reported that 93% of Canadian
merchants accept Interac PIN debit, almost the same as the 92% that accept credit cards.”” In
contrast, the penetration of PIN debit in the U.S. is much lower, approximately 30% of the
acceptance of Visa and MasterCard credit cards.®® The Canadian debit market has always been
based on an at par system, which provided merchants with substantial incentives to install PIN

pads. Unlike their U.S. counterparts, Canadian banks have not taken steps to suppress PIN debit

3" Kenneth J. Morrison, “The Canadian Experience with PIN Debit,” submitted to the Board concurrently with this
report (“Morrison Report™), 31,

*% This is based on figures that were reported in 7he Nilson Report prior to 2007, before the reporting of these
figures was discontinued. From 2002 to 2006, the percentage of merchants’ outlets accepting Visa and MasterCard
that also accepted PIN debit was about 30%. The Nilson Report, Issue Nos. 879 (May 2007), 856 (May 2000), 833
(May 2005), 809 (April 2004), 785 (April 2003).
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to push consumers to the less secure signature debit product. These differences help explain why

PIN debit penetration in Canada vastly exceeds that of the U.S. %

3.  Conclusions and the Implications for Regulation

49. The structure of the debit network market has led to a perverse situation whereby the
exercise of market power over merchants and competition for issuers among debit networks
likely leads to consumer harm. When debit networks raise their interchange fee, they gain
issuance and cardholders, but they do not lose merchant acceptance. This gives the networks

incentives to raise interchange fees. As summarized by Board economists:

“In most markets, an increase in the level of competition among firms generates
downward pressure on prices, however, this is not necessarily true for interchange fees.
In general, competition among payment networks is unlikely to exert downward pressure
on interchange fees because the networks tend to focus their competitive efforts on

getting their card to be the favored card of a consumer.”*

50.  This interchange-driven competition for issuers harms consumers on balance. The
consumer harm derives from the fact that merchants likely fully pass-through higher interchange
fee costs to their customers in the form of higher merchandise prices, whereas issuers likely pass
through only a fraction of interchange fee revenue to their cardholders, as discussed in more
detail below. Thus, consumers are harmed more by interchange fees that flow from merchants to
issuers than they likely gain back from debit card issuers in the form of higher rewards or
reduced fees. Moreover, the consumers that are harmed include those who do not even pay with
debit cards, but rather with cash. To the extent that these customers are more likely to be lower
income, this “tax” is regressive."! Consumers who pay with cards issued under certain Federal
benefits programs such as Supplemental Nutrition Assistance Program (SNAP) are also

harmed.” Like consumers who pay with cash, they are likely to be lower income. In addition,

** 1t is worth noting that PIN debit is accepted in Canada at many merchant categories that Visa, MasterCard and the
banks have along asserted are not well suited to PIN debit. These categories include the Internet, restaurants, and
T&E merchants, such as hotels, airlines and car rentals